Subject: Re: Cyber contractors for state and local governments

Date: Thu, 31 May 2018 08:43:03 -0400

From: Emily Murphy - A <emily.murphy@gsa.gov>

To: Kay Ely - QT <kay.ely@gsa.gov>

Cc: Alan Thomas <alan.thomas@gsa.gov>, Mary Davie - Q1 <mary.davie@gsa.gov>
Message-ID: <CALC5MEz8XHS1gGDmM15uRWEMh17Kx_wYROho8t0M63C60c9K15w@mail.gmail.com>
MDS5: 65baab07b24ble3de816c74f43eadf3a

Thank you.

On Wed, May 30, 2018 at 8:25 PM Kay Ely - QT <kay.ely@gsa.gov> wrote:

Will do.

Sent from my iPhone

On May 30, 2018, at 8:18 PM, Mary Davie - Q1 <mary.davie@gsa.gov> wrote:

Yes absolutely. We created a successful vetting process for the HACS SINs when created in 2016 and ITC
has just launched an update for HACS so might be a great fit and great timing. 1've cc'd Kay so she can
have someone reach out to Karen and John. Mary

Mary A. Davie

Deputy Commissioner

Federal Acquisition Service
General Services Administration
1800 F Street NW

Washington DC 20405

Main: 202.357.5844
mary.davie@gsa.gov

On Wed, May 30, 2018, 7:26 PM Emily Murphy - A <emily.murphy@gsa.gov> wrote:

Can we help Karen?

—————————— Forwarded message ---------

From: Karen Evans W

Date: Wed, May 30, at 3:

Subject: FW: Cyber contractors for state and local governments

To: <emily.murphy@gsa.gov>
CC: Carla Virgilio - AC <carla.virgilio@gsa.gov>

Hi Emily

| saw in the trade press where GSA was looking at cybersecurity on schedules. See below regarding contractors for State and
local. | think John is correct regarding GSA schedules.

I told him | would check with you and | am hoping you have a staff member who could assist CIS (we are running the elections
ISAC on behalf of DHS)

Thanks in advance

karen

From: John Gilligan [mailtom
Sent: Wednesday, May 30, :

To: Karen Evans

Subject: Cyber contractors for state and local governments



Karen,

With the release of the $380M of HAVA monies, the state and local elections folks are being deluged by cyber contactors who
would like to help them spend the monies. The CIS team is developing a checklist that can be used to help screen contractor
candidates.

| was wondering if we would want to recommend that elections offices look to the GSA vehicles as a possible source for
contractors. Is there any real vetting of cyber contractors who are on the GSA schedules/vehicles? What do you recommend
as guidance that we can provide to elections offices?

Best regards,
JG

John M. Gilligan
Executive Chairman

Center for Internet Security

DIC I
DN

703-503-3232 (o)
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This message and attachments may contain confidential information. If it appears that this
message was sent to you by mistake, any retention, dissemination, distribution or copying of
this message and attachments is strictly prohibited. Please notify the sender immediately and
permanently delete the message and any attachments.

S| EMILY W. MURPHY

. ADMINISTRATOR
U.S. GENERAL SERVICES ADMINISTRATION
202.501.0800

Emily.Murphy@gsa.gov wWww.gsa.gov



Subject: GSA SES Vacancy Announcement for Deputy Associate Administrator for Information
Integrity and Access, Office of Government-wide Policy (OGP)

Date: Thu, 8 Feb 2018 15:15:00 -0500

From: Crystal Johnson - CPX <crystal.johnson@gsa.gov>

To: "&SES Members" <SESMembers@gsa.gov>, "&HSSO/RA/Regional Commissioners"
<HSSOOURAORegionalCommissioners@gsa.gov>

Cc: Daria Ingram - C <daria.ingram@gsa.gov>, Audrey Peel - C <audrey.peel@gsa.gov>,

Maureen Gannon - CPE <maureen.gannon@gsa.gov>, Katherine Thompson - CPK
<katherine.thompson@gsa.gov>, Denice Walker - CPB <denice.walker@gsa.gov>, Peter
Feffer - CPDA <peter.feffer@gsa.gov>, Kathy Day - CPF <kathy.day@gsa.gov>, Ronnie
Redmond - CPG <ronnie.redmond@gsa.gov>, Cheryl Zimmerman - CPJ
<cheryl.zimmerman@gsa.gov>, Sherri Wolfenberger - CPIA
<sherri.wolfenberger@gsa.gov>, Susan Scheider - CPL <susan.scheider@gsa.gov>,
Barbara Wegener - CPC <barbara.wegener@gsa.gov>, Erika Dinnie - IM
<erika.dinnie@gsa.gov>, Erin Mewhirter - S <erin.mewhirter@gsa.gov>, Valisha Jackson -
ZD <valisha.jackson@gsa.gov>, Jackie Gordon - D <jacqueline.gordon@gsa.gov>, Grady
Hannah - D <grady.hannah@gsa.gov>, Autumn Jones - C <autumn.jones@gsa.gov>,
Jonathan Clinton - M <jonathan.clinton@gsa.gov>, LeShonne Smith - L
<leshonne.smith@gsa.gov>, Stephanie Wilson-Coleman - E <stephanie.wilson-
coleman@gsa.gov>, Shonna James - CSSX <shonna.james@gsa.gov>, Karla Hester - CSSX
<karla.hester@gsa.gov>, Teresa Oliver - CSSX <teresa.oliver@gsa.gov>, Larvone Lewis -
CSA <larvone.lewis@gsa.gov>, Catherine Maloney - CAF <catherine.maloney@gsa.gov>,
Jackie Clay - CSS1 <jacqueline.clay@gsa.gov>, Debbie Markham - CAP
<deborah.markham@gsa.gov>, Crystal Johnson - CSSX <crystal.johnson@gsa.gov>, Bruce
Caughman - QTOA <bruce.caughman@gsa.gov>, Bonnie Hochhalter - CSSD
<bonnie.hochhalter@gsa.gov>, Matthew Watt - B <matthew.watt@gsa.gov>, Judith
Zawatsky - Q1A <judith.zawatsky@gsa.gov>, Nancy Hon - P <nancy.hon@gsa.gov>, Beth
Folz - QS1 <beth.folz@gsa.gov>, Christopher Bennethum
<christopher.bennethum@gsa.gov>, Joseph Malick - CSSA <joe.malick@gsa.gov>,
Vanessa Ros - | <vanessa.ros@gsa.gov>, Cristina Brydges - XFC
<cristina.brydges@gsa.gov>, Jennifer Tress - TOC <jennifer.tress@gsa.gov>, Amy
Noonberg - CP1A <amy.noonberg@gsa.gov>, Dorsena Bowen - CPX
<dorsena.bowen@gsa.gov>, Lisa Williams - CPX <lisam.williams@gsa.gov>, Kristine
Cavaliere <kristine.cavaliere@gsa.gov>

Message-ID: <CAPKP3TvkZZkXVgXTbTW06XMq+5dKndLzbOKZgKgfuwd20Gh4UQ@ mail.gmail.com>

MD5: f518260f0e9a2af202c8f23dd5b32986

Good Afternoon,

The Genera Services Administration (GSA) is offering an exciting opportunity for a ta ented individua to serve
as Deputy Associate Administrator for Information Integrity and Access for the Office of Government-wide
Poicy (OGP), ocated in Washington, DC. This Senior Executive Service (SES) position reports directy to
GSA's Principa Deputy Associate Administrator for Government-wide Poicy. Please share this job opportunity
with anyone you know who may be interested and qualified.

About the job: OGP’s workforce is recognized as professional, customer service oriented, meritocratic,
data-driven, continuously learning & developing, with a one-team, one-government view. Guided by
the principles of the President's Management Agenda and the Office of Management and Budget
(OMB), OGP strategically works to accomplish these goals by building and maintaining a policy
framework, by (1) incorporating the requirements of federal laws, Executive Orders, and other
regulatory material into policies and guidelines, (2) facilitating government-wide reform to provide
federal managers with business-like incentives and tools and flexibility to prudently manage their
assets, and (3) identifying, evaluating, and promoting best practices to improve efficiency of
management processes through the application of analyzed data and applicable science.The

Deputy Associate Administrator carries out the full range of management and program responsibilities
for the Office of Information Integrity and Access, including advising and assisting the Associate
Administrator on matters related to government-wide information technology (IT) policy and programs.
These policies and programs include, but are not limited to IT management and governance,
cybersecurity, governance of the government’s web domains, identity and access management, and
implementation of accessible IT for people with disabilities.



About the agency: The mission of GSA is to deliver the best value in real estate, acquisition, and
technology services to the federal government. GSA’s four strategic goals:

1) Save taxpayer money through better management of Federal real estate. 2) Establish GSA as the
premier provider of efficient and effective acquisition solutions across the Federal Government. 3)
Improve the way Federal agencies buy, build, and use technology. 4) Design and deliver expanded
shared services within GSA and across the Federal Government to improve performance and save
taxpayer money.

GSA is the government landlord, creating a 21st century workplace across government to drive down
costs and increase productivity. We’re also the premier source for equipment, supplies,
telecommunications, and integrated information technology to federal agencies. GSA has an annual
contract volume of over $60 billion, manages over 200,000 fleet vehicles, assists tens of thousands of
federal travelers through GSA’s electronic travel system, and serves as the focal point for data,
information services offered by the federal government to its citizens. About 12,000 employees
provide valuable support to other federal agencies and the general public. For more information about
GSA, please visit our website.

This position is being advertised on the USAJOBS website and can be accessed under

job announcement # 18110016. This job announcement c oses on Wednesday, February 27, 2018. A qua ified
app icants with U.S. citizenship may app y. Re ocation expenses or a re ocation/recruitment incentive May Not be
authorized.

To Apply:

Interested app icants must app y on ine and submit the fo owing:

1. Resume (not to exceed 5 pages, including optional cover letter) which demonstrates your experience,
accomp ishments, training, education and awards indicating possession of the Executive Core Qua ifications
(ECQs) isted in this announcement. Your resume shou d a so corroborate your possession of the Mandatory
Technica Competencies (MTCs) isted in this announcement, which you must address separate y in a supp ementa
statement as described in Item #2 be ow.

Please do not submit separate narrative responses to address the Executive Core Qualifications.

2. Narrative statement separately addressing each of the two (2) Mandatory Technical Competencies
(MTCs) stated in the announcement. Your supp ementa statement must be restricted to no more than one page
for each MTC.

) ction of the announcement. You are considered an SES non-competitive applicant if you are a current career SES
appointee, a career SES reinstatement eligible, or a QRB certified graduate of an OPM-approved SES Candidate Development
Program.

4, Current Civil Service Employee Applicants must submit an SF-50 that shows your current position title, series, grade and
rate of basic pay as well as Tenure Group.

Your application will not receive consideration if you fail to submit any of the required documents.

Applications must be received by 11:59 pm (Eastern Time) on the closing date of Wednesday, February 27,
2018 to be considered for this position. Applications are only being accepted online via USAJOBS.

If you have any questions, p ease fee free to contact Crysta Johnson at crysta .johnson@gsa.gov

Thank you.

Very Respectfully,



Crystal Johnson

Human Resources Specialist

General Services Administration

Office of Human Resources Management (OHRM)

cet: [N
Crystal.Johnson@gsa.gov




Subject: GSA's Strategic Plan/Annual Performance Plan/FY 2019 CJ

Date: Wed, 14 Feb 2018 12:58:25 -0500
From: Gerard Badorrek - B <gerard.badorrek@gsa.gov>
To: Daniel Mathews - PBS <daniel.mathews@gsa.gov>, Michael Gelber - PD

<michael.gelber@gsa.gov>, Alan Thomas - Q <alan.thomas@gsa.gov>, Mary Davie
<mary.davie@gsa.gov>, Joanne Collins Smee - TO <joanne.collins-smee@gsa.gov>, "Jack
St. John - A" <jack.stjohn@gsa.gov>, Brennan Hart - A <brennan.hart@gsa.gov>, Allison
Brigati - M <allison.brigati@gsa.gov>, Emily Murphy - A <emily.murphy@gsa.gov>,
Giancarlo Brizzi - M1 <giancarlo.brizzi@gsa.gov>, Elizabeth Angerman - M1Z
<beth.angerman@gsa.gov>, David Shive - | <david.shive@gsa.gov>, Antonia Harris - C
<antonia.harris@gsa.gov>, Bob Stafford - H1 <bob.stafford@gsa.gov>, Robert Carter - D
<robert.carter@gsa.gov>, Ben Kenney - Z <benjamin.kenney@gsa.gov>, Charles Manger
- E <charles.manger@gsa.gov>, Anahita Reilly - O <anahita.reilly@gsa.gov>, Madeline
Caliendo - AK <madeline.caliendo@gsa.gov>

Cc: Stephen Brockelman - M1X <stephen.brockelman@gsa.gov>, Andrea FISHER-COLWILL -
B-D <andrea.fisher-colwill@gsa.gov>, Elizabeth Cain - BB <elizabeth.cain@gsa.gov>,
Mark Sachse - BF <mark.sachse@gsa.gov>, Evan Farley - B <evan.farley@gsa.gov>

Message-ID: <CAN4aRgPAunCahPyiefiCfjcneO+MX99LgsDC_-J4iGUDnpKhsA@mail.gmail.com>

MDS5: 8654a40acf6efc77cd58a6bb0b96bf05

Over the ast severa months, we have partnered with you and your teams in comp eting key
GSA p anning and budget documents. Thank you for engaging with us and for your spirit of
co aboration. | am p eased to share the fina version of GSA's five-year Strategic P an and FY
2019 Annua Performance P an in the inks be ow:

GSA FY 2018-22 Strategic Plan

GSA FY 2019 Annua Performance P an and FY 2017 Annua Performance Review

These documents outine GSA's enterprise goa s over the next five years, the strategies needed to achieve
those goa s, and methods for tracking our progress. You and your teams were integra in the deve opment of
these p ans and your ongoing engagement enab ed the strategy to evo ve and incorporate the priorities of the
entire GSA eadership team. We wi be using future QPR meetings to review resu ts and progress towards
our new enterprise goa s.

As you know, the Administration unvei ed its FY 2019 budget proposa on Monday as we , shared in the ink
be ow:

GSA FY 2019 Congressiona Just fication

The President's Budget request inc udes $10.7B in discretionary budget authority for GSA, and makes critica
investments to ensure efficient and effective operations supporting rea estate and acquisition activities, as
we as new programs to improve cybersecurity and enhance the government's management of techno ogy.

This request is the cu mination of a year- ong process to eva uate our base spending requirements and
prioritize strategic investments to support our mission, requiring input and support from every GSA
component.

Thank you for a your teamwork and support throughout the budget formu ation and strategic p anning
processes.

Gerard

Gerard Badorrek
Chief Financial Officer



General Services Administration

1800 F Street, NW
Washington, DC 20405
202-501-1721(Office)



Subject: Fwd: Office Call

Date: Fri, 23 Feb 2018 09:51:16 -0500

From: Allison Brigati - AD <allison.brigati@gsa.gov>

To: Emily Murphy - A <emily.murphy@gsa.gov>

Message-ID: <CAN=VT4bw-tFrNO7WqTZoKBkoghsK_EG=GiNAaWeUiNhwTEjU7Q@mail.gmail.com>
MD5: 0d7d8fd1b08de39181ab8d6ba3ealb39

Let me know if you would like to be in any of these meetings

U.S. Genera Services Administration

Allison Fahrenkopf Brigati

Deputy Administrator

202-412-1093

---------- Forwarded message ----------

From: David Shive - | <david.shive@gsa.gov>

Date: Thu, Feb 22, 2018 at 2:14 PM

Subject: Fwd: Office Call

To: Allison Brigati - M <allison.brigati@gsa.gov>

Cc: Jonathan Clinton <jonathan.clinton@gsa.gov>, Vanessa Ros - IEA <vanessa.ros@gsa.gov>

Hi, Allison.

| have three industry meeting requests that | thought you and/or Emily might be interested in
attending.

The first is with LTG (retired) Ferrell, the former CIO from the Dept. of the Army and now the VP of Fed
Strategy with World Wide Tech (a $10B tech services provider to Fed and DOD). He and | worked
together to help resolve some of the transition issues when we moved Army Child Care processing from
Gerards' shop back to Army. | think he wants to come in and talk about their strategic vision and see
where it matches up with ours. Pretty typical house call.



The second is with BG (retired) Greg Touhill. Greg retired from the Air Force a few years ago then
moved to DHS then eventually became the President's CISO at the end of the last administration. He's
now the President of Cyxtera, a $3B cybersecurity infrastructure shop. He'll talk about some of their
offerings and see where they might align with some of what we are doing. I'll press him to make sure
they are on the FAS CDM list of offerings during the next enroliment period.

The last is the ServiceNow CEO, who will be here in mid-March. They are longstanding providers of our
cloud-based enterprise IT asset management and help desk tools and were great partners as we
consolidated (18) help desks. They are also increasingly mature in the cost transparency (TBM) space.

Let me know if you and Emily have any interest in any or all. If so, we'll make sure your schedulers are
included.

DAS

David Shive
Chief Information Officer

U.S. General Services Administration(&)__

david.shive@gsa.gov

---------- Forwarded message ----------

From: Ferrell, BobW

Date: Sun, Feb 18, at 5:

Subject: Office Call

To: "david.shive@gsa.gov" <david.shive@gsa.gov>

Dave,

LTG (Retired) Bob Ferrell. | retired from the Army in June of last year. | served as the
Army CIO/G6 in my last position. While serving as the Army CIO, | led several initiatives
ranging from Data Center consolidation, Cloud, Unified Capabilities, Mobility, Internet
of Things, and Endpoint/NextGen Security.

| recently joined the World Wide Technology team out of Reston, VA. | am reaching out
to you to see if | can stop by for an office call. I'd like to share a little about WWT as
well as insights and lessons learned from my CIO experience that may be helpful to you
and your organization.

Please advise when would be a good time for us to get together. |look forward to
hearing from you.

v/r
Bob

Bob Ferrell



Vice President, Federal Strategy

World Wide Technology

oot NN
(0) ©) ——



Subject: Fwd: PMA Summary Stats

Date: Tue, 20 Mar 2018 15:11:16 -0700
From: Pam Dixon - Z <pamela.dixon@gsa.gov>
To: bridget.brennan@gsa.gov, christopher.averill@gsa.gov, Jeff Leiertz

<jeffrey.leieritz@gsa.gov>, jeffrey.white@gsa.gov, benjamin.kenney@gsa.gov,
michael.downing@gsa.gov, emily.murphy@gsa.gov, carla.sansalone@gsa.gov,
tanya.roman@gsa.gov, charles.cook@gsa.gov, austin.price@gsa.gov
Message-ID: <CAMFu_=RvxJhGFXg2nvmaO8QL+uGKfSidbTwbUGbfx9X0OpZZy8w@mail.gmail.com>
MD?5: f0e2c6a2b0c57ea8d0bc5e159f00f317

To add to the strong numbers below, we also had 1648 viewers on our livestream this morning watching
the PMA unveil event.

Good work all. Looking forward to another successful day tomorrow.

Pam

From: "Wood, Jacob A. EOP/OMB"I\Fomb.eog.gow
Date: March 20, 2018 at 5:03:01 P
To: "pamela.dixon@gsa.gov" <pamela.dixon@gsa.gov>, "christopher.averill@gsa.gov"

<christopher.averill@gsa.gov>
Subject: Fwd: PMA Summary Stats

These are solid results with your help.

Sent from my iPhone

Begin forwarded message:

From: "Crump, Julie EOP/OMB" omb.eop.gov>
Date: March 20, 2018 at 4:54:3

To: "Weichert, Margaret M. EOP/OMB"m omb.eop.gov>, "Kent, Suzette K.
EOP/OMB" @omb.eop.gov arren, Peter EOP/OMB"

.gov>, "Wood, Jacob A. EOP/OMB" omb.eop.gov>,
omb.eo v>, "Brown, Dustin S.
@omb.eop.gov>, "Graves, Margaret H. EOP/OMB"

.€0p.gOV>, "Bussow Mark A. EOP/OMB"H omb.eop.gov>,
iggins, Mary EOP/OMB"m omb.eo enasce, Flavio . EOP/OMB"
m @omb.eop.gov: ipton P/OMB"_ omb.eop.gov>
ubject: ummary Stats

All, congratulations on a wonderful PMA rollout! Here are some quick summary stats on how we’ve
done so far:

Press: 100% positive coverage of the PMA, including from GovExec, FedScoop, Federal Times, and
Nextgov.

Twitter: Also doing well, including tweets from: Partnership for Public Service, Data Coalition, Native
American and Finance Officers Association (NAFOA), Kathy Conrad (Director of Digital Government,
Accenture), Eric Geller (Cybersecurity reporter, Politico), Tom Shoop (Editor-in-Chief, GovExec), Nicole
Blake Johnson (Senior Editor for Technology, GovLoop), Bradley Saull (VP, Professional Services Council
—the NTA for the gov’t tech and professional services industry), Nick Hart (Director, Bipartisan Policy
Center), John Lainhart (Director of Cybersecurity Strategy, Grant Thornton), and more...




Performance.gov/PMA Page Hits:
e 100 Total Performance.gov hits: 8,000+ and counting (our daily average since re-launching in
Feb 2018 has been 1k per day)
oo Total Performance.gov/PMA hits: 4,000+ and counting

YouTube Views:
e PMA Launch event 1,600+ live views and replays
e The PMA Video 670+ plays

URL Update: All re-direct issues have been resolved, and now every possible performance.gov/pma link
works (including with or without ‘www’, no case sensitivity in URL, and “PMA/” backslash issue).

-Julie



Subject:
Date:
From:
To:

Cc:

Message-ID:
MD5:

Re: # NLE18-0508X122 EXERCISE EXERCISE EXERCISE:

Tue, 8 May 2018 10:33:09 -0400

David Shive - | <david.shive@gsa.gov>

GSA National Exercise <gsa.national.exercise@gsa.gov>

Aimee Whiteman - PM <aimee.whiteman@gsa.gov>, Alan Thomas - Q
<alan.thomas@gsa.gov>, Allison Brigati - AD <allison.brigati@gsa.gov>, Arthur King - IDIP
<arthur.king@gsa.gov>, Elizabeth Angerman - M1Y <beth.angerman@gsa.gov>, William
Engelbrecht - CSB <bill.engelbrecht@gsa.gov>, Bob Stafford - H <bob.stafford@gsa.gov>,
Bonnie Hochhalter - CPD <Bonnie.Hochhalter@gsa.gov>, Brenda Cadette - BR4F
<Brenda.Cadette@gsa.gov>, Brett Armstrong - D1R <brett.armstrong@gsa.gov>, Chris
Wisner - WPX <Chris.Wisner@gsa.gov>, Christine Kelly - WPH1C
<Christine.Kelly@gsa.gov>, Claire Fortune - WP <Claire.Fortune@gsa.gov>, Dale Walker -
LR <dale.walker@gsa.gov>, Daniel Mathews - P <daniel.mathews@gsa.gov>, Darrick
Early - WQ1 <Darrick.Early@gsa.gov>, Dawn Shelton - IDILD <Dawn.Shelton@gsa.gov>,
Donna Dix - WPMAA <Donna.Dix@gsa.gov>, Donna Garland - ZC
<donna.garland@gsa.gov>, Donna Twinam - WPM1 <Donna.Twinam@gsa.gov>, Emily
Murphy - A <emily.murphy@gsa.gov>, Erin Mewhirter - S <erin.mewhirter@gsa.gov>,
Evan Farley - B <evan.farley@gsa.gov>, Gene Mack - BGC <gene.mack@gsa.gov>,
Houston Taylor - WQ <Houston.Taylor@gsa.gov>, "Jack St. John - A"
<jack.stjohn@gsa.gov>, Jackie Clay - CP <jacqueline.clay@gsa.gov>, Jeff Post -S
<jeffrey.post@gsa.gov>, Jerome Ross - IDILD <Jerome.Ross@gsa.gov>, Jessica
Salmoiraghi - M <jessica.salmoiraghi@gsa.gov>, Joanne Collins Smee - Q2 <joanne.collins-
smee@gsa.gov>, Justin Ward - ZO <justin.ward@gsa.gov>, Kaitlyn MOBERLY - B
<kaitlyn.moberly@gsa.gov>, Kathy Geisler - WPM1 <Kathleen.Geisler@gsa.gov>, Kris
Palmer - M <kris.palmer@gsa.gov>, LaVerne Jordan - S <laverne.jordan@gsa.gov>,
Lennard Loewentritt - L <lenny.loewentritt@gsa.gov>, Les Painter - H1EC
<les.painter@gsa.gov>, Marshall Brown - QOB <marshall.brown@gsa.gov>, Matt Conrad
- CSB <matthew.conrad@gsa.gov>, Pam Dixon - Z <pamela.dixon@gsa.gov>, Rachael
Stevens - WQ <Rachael.Stevens@gsa.gov>, Renee Kelly - ZCR <Renee.Kelly@gsa.gov>,
Reza Motamedamin - H1EA <reza.motamedamin@gsa.gov>, Richard Lee - CSB
<richardf.lee@gsa.gov>, Robert Sinners - WA <Robert.Sinners@gsa.gov>, Sharon Chen
Lin - LP <sharon.chen@gsa.gov>, Sherrie Watford - CPD <sherrie.sesker@gsa.gov>,
Thomas Eaton - ISTE <thomas.eaton@gsa.gov>, Thomas James - WP1
<Thomas.James@gsa.gov>, Yvette Waugh - M1V <yvette.waugh@gsa.gov>, Antonia
Harris - C <antonia.harris@gsa.gov>, Bobby Deitch - D1W <bobby.deitch@gsa.gov>, FAS
Acquisition Team <fema.acquisition@gsa.gov>, Gerard Badorrek - B
<gerard.badorrek@gsa.gov>, Giancarlo Brizzi - M1 <giancarlo.brizzi@gsa.gov>, Jeffrey
Koses - M1V <jeffrey.koses@gsa.gov>, NCR COOP <ncrcoop@gsa.gov>, Robert Carter -D
<robert.carter@gsa.gov>, Scott Anderson - WA <scott.anderson@gsa.gov>
<CAOh1p=0BbuUpVghLugwdT=XksvtkwofE=2b3wdDfWK43DipyEA@mail.gmail.com>
7cd9544a7b803f75a37bebcd30bcd3e5

gefpsfp= k=bubo’ fpbsj bpp db

If immediate action on the information in the thumb drive is required, c eared GSA IT oca support wi access
the drive and e-mai the essentia data, via encrypted .zip fi e, to the emp oyee or his/her supervisor so that
they can perform their mission essentia function(s). The password for the encrypted .zip wi be ca ed into
the emp oyee or supervisor.

If the data on the drive is who e-drive encrypted, oca support wi work with the emp oyee to obtain the
password. If a drive password is in p ace and the emp oyee does not remember it, oca support wi work with
the emp oyee to gather the documents/data from primary sources such as GSA systems, servers and ¢ oud-

hosted assets.

gefp=fp= k=bubo’ fpb:j bpp db

David Shive

Chief Information Officer
U.S. General Services Administration(202) -

david.shive@gsa.gov




On Tue, May 8, 2018 at 10:24 AM, GSA National Exercise <gsa.national.exercise @gsa.gov> wrote:

gefpfp= k=bubo’ fpbs bpp db

What processes do you have in your plan to access these records?

gefpfp= k=bubo’ fpbs bpp db
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On Tue, May 8, 2018 at 10:20 AM, David Shive - | <david.shive @gsa.gov> wrote:

gefpfp= k:=bubo’ fpbs bpp db

In coordination with OMA, the thumb drive has been secured. GSA IT will open an potential data
breach incident with US-CERT with concurrent notification to OIG. The employee will be counseled on
handling of Pll and, at the direction of the Administrator, GSA IT will perform refresher testing/training
for the handling of sensitive information. This work will be coordinated through the GSA IT Privacy and
Cybersecurity Offices.

gefpfp= k=bubo’ fpbs bpp db

David Shive
Chief Information Officer
U.S. General Services Administration(202)-

david.shive@gsa.gov

On Tue, May 8, 2018 at 10:12 AM, GSA National Exercise <gsa.national.exercise @gsa.gov> wrote:
To: SERT




From: GSA Employee

An employee reports that she left her thumb drive on her desk in the building. The drive contains all of

her essential records as well as a file that has employee Social Security numbers. What actions need to
be taken with regards to the sensitive information? What processes do you have in your plan to access
these records?
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Subject: Re: SAO for Risk Management

Date: Thu, 17 May 2018 15:06:17 -0400

From: Jonathan Clinton - AD <jonathan.clinton@gsa.gov>

To: Allison Brigati - AD <allison.brigati@gsa.gov>

Cc: Emily Murphy - A <emily.murphy@gsa.gov>, Giancarlo Brizzi - M1

<giancarlo.brizzi@gsa.gov>
Message-ID: <CAMLre69AxtwPu3Yt85gBBw2v+m296cP9h_9rt_eKnrakLPA1Sw@mail.gmail.com>
MD5: 8c64df1e126a8b97579302a6119d1420

According to David, it rea y bois down to being the Senior Accountab e Officia (SAQ) for
signing off on an annua report, which detai s progress of GSA (ed by GSA IT) in imp ementing
OMB Memorandum 17-25: Reporting Guidance for Executive Order on Strengthening the
Cybersecurity of Federal Networks and Critical Infrastructure. So, this is most y specific to
IT/Cyber--not exp icity re ated to the CFO risk ro e.

This is the designation criteria for the "SAO," according to the memo"

"Designating Senior Accountab e Officia for Risk Management Effective management of
cybersecurity risk requires that agencies a ign information security management processes
with strategic, operationa, and budgetary p anning processes. To support this aignment, on or
before May 26, 2017, agencies must notify OMB of the senior accountab e officia (the agency
head or a designated officia ) that wi be responsib e for imp ementing of Section 1(c) of the
Executive Order. If the agency head de egates this authority, the individua must be a direct
report to the agency head, have vision into a areas of the organization, particu ar y those
focused on risk management, possess authority for both funding and management of IT and
enterprise risk, and be ab e to represent the cha enges and opportunities across the
enterprise. P ease submit the name of the senior accountab e officia to

@omb.eop.gov and your Resource Management Office (RMO) representative."

Response from David be ow:

Hi, Jonathan.

Here's the text from the OMB memo M-17-25, Reporting Guidance for Executive Order on
Strengthening the Cybersecurity of Federal Networks and Critical Infrastructure, issued in ate
2016, | think. It's not rea y ike the RMO running out of CFO. GSA IT does most of the work,
since it's cyber-focused. GSA IT writes the report, based on the NIST framework and then
runs it through the approva traps ending with you or Emiy.

Section 1(c) of the Executive Order states:

"

(c) Risk Management.

(i) Agency heads will be held accountable by the President for implementing risk management measures
commensurate with the risk and magnitude of the harm that would result from unauthorized access, use,
disclosure, disruption, modification, or destruction of IT and data. They will also be held accountable by the
President for ensuring that cybersecurity risk management processes are aligned with strategic, operational, and
budgetary planning processes, in accordance with chapter 35, subchapter Il of title 44, United States Code.

(ii) Effective immediately, each agency head shall use The Framework for Improving Critical Infrastructure



Cybersecurity (the Framework) developed by the National Institute of Standards and Technology, or any successor
document, to manage the agency’s cybersecurity risk. Each agency head shall provide a risk management report to
the Secretary of Homeland Security and the Director of the Office of Management and Budget (OMB) within 90
daysof the date of this order. "

On Tue, May 15, 2018 at 11:53 AM, Allison Brigati - AD <allison.brigati@gsa.gov> wrote:

I’'m not sure there is much to be done on a daily basis
but we need to sign the designation
I will have Jon follow up to see what the duties are and get back to you

Sent from my iPad

On May 15, 2018, at 11:48 AM, Emily Murphy - A <emily.murphy@gsa.gov> wrote:

What does the SAO do?

On Tue, May 15, 2018 at 10:06 AM Allison Brigati - AD <allison.brigati@gsa.gov> wrote:
Emily-

Who do you want to be the SAO? It was Denise and then Tim? You or me?

Just let me know for paperwork. It’s vacant now.

Thanks

Allison

Sent from my iPhone

EMILY W. MURPHY

. ADMINISTRATOR
U.S. GENERAL SERVICES ADMINISTRATION
202.501.0800

Emily.Murphy@gsa.gov wWww.gsa.gov

U.S. Genera Services Administration



Jonathan Clinton

Office of the Deputy Administrator



Subject: VIP Invitation to Speak: FedScoop's Annual FedTalks on 8.21

Date: Wed, 2 May 2018 13:34:10 -0400

From: Jessica KIem_@scoopnewsgroup.com>

To: emily.murphy@gsa.gov

Cc: Pam Dixon - ZB <pamela.dixon@gsa.gov>, Carla Sansalone - AC

<carla.sansalone@gsa.gov>
Message-ID: <CACucZ9MOi5H71BSusUAhrRkfjz=-_Z7sWHPPNmMO03K19XelSp5g@mail.gmail.com>
MD5: d26fa7a7e47babceaa5978a4c6f630e9

Dear Emily,

On behalf of Goldy Kamali, Founder & CEO of Scoop News Group, | am honored to invite you to speak at the

8t Annual FedTalks in Washington, DC. FedTalks is the largest annual gathering of C-level leaders from the government
and tech industry for a TED-like conference in our nation’s capital, discussing how technology and innovation can
transform government.

Your "Changing the Way Government Buys Fireside Chat" would be from 10:05 AM - 10:20 AM.

FedTalks gathers 1,200+ of the most influential leaders from all federal civilian, defense, and intel agencies; Members
of Congress and Hill staff; academia; C-Level leaders and innovators from the tech community.

Given your tremendous leadership, we would be honored to have you address our attendees for this exciting gathering
of C-Level leaders from around the country.

Date: Tuesday, August 21, 2018
Time: 7:30 AM —2:00 PM
Location: Arena Stage, 1101 6th St SW, Washington, DC 20024

If you or your staff have any additional questions, | would be happy to assist and can be reached at phone or email.

| hope that you can join us and address our attendees at FedTalks 2018 on August 21. | look forward to hearing back
from you and having the opportunity to work with you.

Best regards,
Jessica

Past Speakers Include:

Chris Liddell, Deputy Chief of Staff for Policy Coordination, Executive Office of the President; Matt Lira, Special
Assistant to the President for Innovation Policy and Initiatives, Office of American Innovation, Executive Office of the
President; Suzette Kent, U.S. CIO, Executive Office of the President; Margie Graves, Deputy U.S. ClO, Executive Office
of the President; Senator Mark Warner; Rep. Will Hurd, R-Tx.; Rep. Gerry Connolly, D-Va.; Rep. Steny Hoyer, D-

Md.; Jeanette Manfra, Assistant Secretary, Office of Cybersecurity & Communications, NPPD, DHS; Essye Miller, SISO &
Acting CIO, DOD; John Edwards, CIO, CIA; Soraya Correa, Chief Procurement Officer, DHS; Gary Washington, CIO,
USDA,; Vicki Hildebrand, CIO, DOT; Matt Cutts, Administrator, USDS; Gordon Bitko, CIO, FBI; Joanne Collins Smee,
Acting Director, TTS & Acting Deputy Commissioner, FAS, GSA; Ben Fried, ClO, Google; Arianna Huffington, founder,
The Huffington Post; Craig Newmark, Founder, Craigslist; Hadi Partovi, Founder of Code.org and many more!

Jessica L. Klem

Sr. Director, Events & Engagement

Scoop News Group
FedScoop//StateScoop//EdScoop//CyberScoop
NEW EMAIL:
Phone:

@scoopnewsgroup.com




Subject: Password changes unnecessary

Date: Thu, 7 Jun 2018 13:28:35 -0700
From: "Jose Arteaga“m@netzero.neb
To: "'David A. Shive™ < gsa.gov>, "'David A. Shive'' <emily.murphy@gsa.gov>, "'David A.

Shive'" <dan.brown@gsa.gov>
Message-ID: <00f601d3fe9e$1d19bbf0$574d33d0S @netzero.net>
MD5: 5d9fel6blaf013dcc260eb55b6a2f493

Contacte Web Network Shield (WNS) 623-478-9451 para una traduccion en
Espaiiol.

WNS®

Secure by Design

“WNS can’t stop hackers from trying to breach your devices but WNS can stop
hackers from succeeding.”

Today, June 7, 2018 04:12:17 AM, I received a disturbing email message with the
following text;

“Mandatory reset of passwords 1s required every 90 days. You have 10 days to
reset your password or your account will be disabled.”

WASSUP WIT DAT!?

WNS provides the following protection benefits:

— There 1s no need to obfuscate your email address because WNS protects
your email address from phishing scams by immediately detecting and
preventing URA from unregistered URLs and mimicked IP addresses using
“three-factor authentication” (user name, password, IP address):

— There 1s no need to repeatedly change your username, password, or email
address because WNS protects your email address by immediately detecting
and preventing URA from unregistered URLs and mimicked IP addresses
using “three-factor authentication” (user name, password, IP address);

— WNS protects your information against URA even if the attacker has your
user name, password, and IP address;

— WNS eliminates the need to update your security software (i.e. download
malware and spyware onto your hard drive) because WNS debugs all
URL’s and mimicked IP addresses. Downloading over 227,000 new strains
of malware a day would crash your device’s hard drive and render your
device unusable;

Broncos IT exec: NFL cyber breach is 'not a matter of if,’ but ‘when’

(June 7, 2018) https://www.bizjourna s.com/denver/news/2018/06/07/broncos-it-exec-nf -cyber-breach-is-
not-a-matter.htm

Broncos among seven NFL team IT departments trying to improve league's
cybersecurity.

Web Network Shield agrees with Mr. Newman’s assessment of the cyber-security



industry... currently. Fortunately, this is not a fait accompli.

Atlanta officials reveal worsening effects of cyber attack

(June 6, 2018) https://www.reuters.com/artic e/us-usa-cyber-at anta-budget/at anta-officia s-revea -
worsening-effects-of-cyber-attack-idUSKCN1J231M

Deputy Chief Financial Officer John Gaffney, whose department help’s develop the
mayor’s budget proposal, said the city was still in the “response phase.”

Mr. Gaffney hit the problem directly on the head. For the past 30 years, the entire
country has been in “response phase”.

Unfortunately, before June 3, 2014, the country was incapable of preventing URA
(unauthorized remote access) using unregistered URLs, brute force programs, and
mimicked IP addresses.

Since June 3, 2014, Web Network Shield has been trying to get the country to
move from “response phase” to “prevent phase” by using our proven effective
SaaS cyber-security product WNS against URA.

Phoenix police attribute 9 murders to suspected serial kKiller arrested

in parents’ deaths

(January 18, 2018) http://www.azfamiy.com/story/37295010/phoenix-man-arrested-for-murder-of-his-
parents-set-to-be-charged-in-additiona -ki ings

TECHNOLOGY HELPED THE INVESTIGATION
[Phoenix Mayor Greg] Stanton credits new technology available to police for helping
solve the crimes within such a short period.

“Law enforcement was able to use this technology to link at least nine homicides around
the Valley to a single suspect and put him behind bars,” said Stanton.

“Homicide investigations take a long time. All of the investigators with Phoenix,
Avondale and Glendale have been working extremely hard and have pieced together nine in
three weeks,” said Howard. “To solve nine homicides in a period of three weeks is
outstanding.”

Web Network Shield appreciates the government’s willingness and ability to
invest in advanced technology to respond to crime!.

Fortunately, advanced technology now exists to solve crime more quickly. In
early 2015, WNS sent an email message to the White House (President Barack
Obama) and Interpol (Mirielle Ballestrazzi) explaining how to get attribution for
URA (unauthorized remote access).

How valuable would advance technology be if it could immediately prevent
URA?

Why does it still take six months to spot a data breach?

(Juy 24, 2017) http://www.wrcbhtv.com/story/35956068/why-does-it-sti -take-six-months-to-spot-a-data-
breach

It took some organizations three years to discover a data breach
(Juy 18, 2017) http://medcitynews.com/2017/06/data-breach-discover/?rf=1

How to Prevent Data Breaches by Reducing Detection and Response
Times

(Juy 20, 2017) http://www.bankinfosecurity.com/whitepapers/how-to-prevent-data-breaches-by-reducing-
detection-response-times-w-3510




The modern approach to cybersecurity requires a focus on reducing MTTD (Mean Time
To Detect) and MTTR (Mean Time To Respond), where threats are detected and killed early in

their lifecycle, thereby avoiding downstream consequences and costs.

WNS prefers to utilize the metrics MTTD and MTTP (Mean Time To Prevent).
We measure MTTD and MTTP in milliseconds not months or years. WNS

immediately detects and prevents URA (unauthorized remote access) since June
2014.

“An ounce of prevention is worth a pound of cure.” ~ Benjamin Franklin

If your current security system can’t:
1. provide browser speed not throttled by spyware used to track user activity:;
2. pass a penetration test from unregistered URL’s, brute force programs, and
mimicked IP addresses using URA;
3. 1mmediately detect and prevent data breaches against URA using
unregistered URLs, brute force programs, and mimicked IP addresses.
Web Network Shield would like to protect your information from URA.

For additional information visit
http://ecorp.azcc.gov/Details/Corp?corpld=L20998122,
http://cocatalog.loc.gov/cgi-

bin/Pwebrecon.cgi?Search Arg=TXu001928592&Search Code=REGS&PID=C
wOn2R9YyYnaWH62pqfOPXdPZloe& SEQ=20171204142237& CNT=25&HIST
=1, or
https://www.ebidexchange.com/Login.aspx?return=Default.aspx&c1d=76ed5801-
ead4-4d13-b2cc-930a96e1dd48&uid=00000000-0000-0000-0000-000000000000.

“The most effective salesperson for WNS is a frustrated hacker”

Contact Web Network Shield (WNS) 623-478-9451 to order WNS.

Web Network Shield mission statement:
Web Network Shield (WNS) seeks to become customer-focused, focusing our
strategies and budgets on the technologies, systems and processes that win, serve
and retain customers by immediately detecting and preventing URA from
unregistered URLs and mimicked IP addresses.

" Table S-8. 2018 Discretionary Overview by Major Agency
(Net budget authority in bi ions of do ars)

2017 2018
(estimate) (request)
Justice (DOJ):
DOJ program level (excluding offsets) 28.8 27.7

(2018) https://www.whitehouse.gov/wp-content/up oads/2017/11/budget.pdf

Chart 16-1. Trends in Federal IT Spending
(Bi ions of do ars)
2018  $95.69

Source: Tota IT spending for agencies reporting to the IT Dashboard. Department of Defense has
provided estimates for c assified IT investments not shown on the IT Dashboard. Chart refects data

avaiab e as of May 9, 2017.
https://www.whitehouse.gov/sites/whitehouse.gov/fi es/omb/budget/fy2018/ap 16 it.pdf

State of Arizona Fiscal Year 2017 Budget (thousands)



FY2017 FY2018
Corrections 831,046,683 31,047,201
IT projects $14,882 $7,539
(January 2017) http://www.azospb.gov/Documents/2017/FY %202018%20Summary%20Book.pdf

This e ectronic message, inc uding any attachments, is for the use of the intended recipient(s) ony. If you
have received this message in error, p ease notify the sender immediate y and then de ete it. Precautions

have been taken to minimize the risk of transmitting software viruses but p ease be advised to conduct
your own virus checks on any attachment to this message. If you are the intended recipient and you do
not wish to receive simi ar e ectronic messages from us in the future then p ease respond to the sender to
this effect.

0101010001101000011001010010000001101111011011100110110001111001 00100000
011101000110100001101001011011100110011100100000011110010110111101110101
001000000111011101101001011011000110110000100000011100100110010101100111
011100100110010101110100001000000110100101110011001000000111010001101000
011000010111010000100000011110010110111101110101001000000110010001101001
0110010001101110001001110111010000100000011101010111001101100101 00100000
010101110100111001010011001000000110010101100001011100100110110001101001
011001010111001000101110



Subject: Accepted: EWM to speak at 4x24 Leadership Group Dinner @ Thu May 3, 2018 6pm -
8pm (EDT) (emily.murphy@gsa.gov)

Date: Wed, 02 May 2018 18:18:49 +0000

From: Thad Brock - AC <thad.brock@gsa.gov>

To: emily.murphy@gsa.gov

Message-ID: <00000000000055adfc056b3dlel5@google.com>
MD5: a40e74e87888f5816c398ab5af2994ae

Attachments: invite.ics

Thad Brock - AC has accepted this invitation.

EWM to speak at 4x24 Leadership Group Dinner

On beha f of the 4x24 Leadership Group Chair, Rob Davies of VION Corporation, we woud ike to
forma vy invite you to be our next 4x24 Leadership Group speaker. The dinner wi be he d at The
Hyatt Regency in McLean, VA from 5:30 — 8:10 pm. If this date does not work for you we are open to
ooking at other dates.

As a reminder, The 4x24 is an Executive Dinner Series (24 members who meet 4 times a year). The
forum has been operating for over 10 years and provides an opportunity for ike-minded eaders in the
government contracting industry to network and co aborate with one another in a cooperative fashion.

The 4x24 Leadership Group consists on y of "Executives of Consequence" and we do not a ow any
outside "service providers" (i.e., awyers, accountants, recruiters, obbyist, etc.) to attend the dinner.
Each dinner, he d in a private dining setting, has an outside speaker to discuss atest re ated
happenings in our market space. No members of the press are a owed to be in the room and there
are never any recordings of the conversations. In fact, the meetings are he d under a strict
understanding of non-attribution known as "The Chatham House Rue".

A cocktai reception wi be he d from 5:30pm to 6:30pm, and dinner wi commence at 6:30pm with a
brief introduction of each member. You wi receive a forma introduction made by the chairman, and
then speak extemporaneous y, or from notes (PowerPoint and/or hand outs are discouraged), for 15 to
20 minutes. Your comments wi be fo owed by a Q&A ead by the chairman. The event wi typica y
end at 8:10pm.

Past 4x24 Leadership Group Speakers (partial list):
ADM Michael Rogers, United States Navy, Commander, U.S. Cyber Command, Director,
National Security Agency/Chief, Central Security Service

Robert Cardillo, Director of National Geospatial-Intelligence Agency (NGA)
Betty Sapp, Director of National Reconnaissance Office (NRO)

Lt Gen Vincent Stewart, Director of Defense Intelligence Agency (DIA)
Raquel Bono, Director of the Defense Health Agency

GEN Mark Milley, Chief of Staff of U.S. Army

ADM John Richardson, Chief Naval Officer of U.S. Navy

Pierre Chao, Founding Partner of Renaissance Strategic Advisors
Governor Terry McAuliffe of State of Virginia

The Hon. Deborah Lee James, Former Secretary of the U.S. Air Force

Jeanette Manfra, Deputy Under Secretary for Cybersecurity and Communications (Acting),
Office of the Under Secretary, NPPD of U.S. Department of Homeland Security

Richard Hale, Former Deputy Chief Information Office for Cyber Security of U.S. Department
of Defense (DoD)

Randall Coleman, Former Executive Assistant Director of the Criminal, Cyber, Response and
Services Branch of Federal Bureau of Investigation (FBI)

Kevin McLaughlin, Deputy Commander of United States Cyber Command
Steven Spano, President and Chief Operating Officer of Center for Internet Security
Jonathan Greenert, Former Chief of Naval Operations of U.S. Navy




Frank Finelli, Managing Director of The Carlyle Group
Jack Keane, Former Vice Chief of Staff of U.S. Army

| have attached the 4x24 Leadership Group Roster. Are you available on March 13th? We would
be honored to have you speak.

Very Respectfully,
Sara McGraw

Sara McGraw

Program Director, Potomac Officers Club and 4x24 Leadership
Executive Mosaic

8245 Boone Blvd. Suite 650

Tysons Corner, VA 22182

(0) (703) 226-7005 (C) (703)-

When Thu May 3, 2018 6pm — 8pm Eastern Time
Where Hyatt Regency Hote , 7927 Tysons Corner
Center, McLean, VA 22102 (map)
Calendar emi y.murphy@gsa.gov
Who avooX emily.murphy@gsa.gov -
organizer
avoOX carla.sansalone@gsa.gov
- creator
0180 allison.brigati@gsa.gov
OMOOX jeffrey.leieritz@gsa.gov
aMXX giancarlo.brizzi@gsa.gov
AQMOOX pamela.dixon@gsa.gov
VDX michael.downing@gsa.g
ov
AQMOOX thad.brock@gsa.gov

Invitation from Google Calendar

You are receiving this email at the account emily.murphy@gsa.gov because you are subscribed for invitation replies on
calendar emily.murphy@gsa.gov.

To stop receiving these emails, please log in to https://www.google.com/calendar/ and change your notification settings for
this calendar.

Forwarding this invitation could allow any recipient to modify your RSVP response. Learn More.




Subject: Re: Luncheon Invitation- Alliance for Digital Innovation June 4, 2018, City Club
Washington, DC

Date: Mon, 21 May 2018 17:12:36 -0400

From: Carla Sansalone - AC <carla.sansalone@gsa.gov>

To: Mgmail.com>
Cc: mily Murphy - A <emily.murphy@gsa.gov>, Carla Virgilio - AC <carla.virgilio@gsa.gov>,

Kelly Ross <kross@hsg-dc.com>
Message-ID: <CANUpP=PW+6JEXXTdEHMY8H_5cMb6fiJFFrmMp=2VRqA03SeAOw@mail.gmail.com>
MD?5: e4a717427f7184d21c0811f1944f5d2c

Good afternoon, Rich -

| hope you are well.

Thank you so much for the email and invitation. Unfortunately, due to official travel to one of GSA's
regional offices, Administrator Murphy is unable to attend this luncheon. She greatly appreciates the
invite, and is sorry to miss it.

| am circling around with Joanne Collins Smee, GSA's FAS Deputy Commissioner and Director of TTS, to
see if she is available to attend on June 4. | will loop back around.

Thanks!

Best,
Carla

Carla Virgilio Sansalone

Special Assistant to the Administrator

Office of the Administrator and Chief of Staff
U.S. General Services Administration

(202) - cell

(202) 969-7530 - office

GSA

On Mon, May 21, 2018 at 11:34 AM,_gmaiI.com> wrote:

Dear Emiy:

As the Executive Director of the A iance for Digita Innovation, | wanted to
extenda personalinvitation for youto join our Boardof Directorsfor a
luncheonatthe inauguralBoardmeetingof the Alliancefor Digital
Innovation.

The A iance for Digita Innovation is a Coa ition of ten innovative
technologycompaniesfocuseduponthe enablementof commercial
innovationinto the federalsphere.T heC oalitionis madeup of the “new
guard”companiesdeadingcloud,SaaS|aaSandP aaSprovidersateach



levelof the technologystack-who havebandedtogetherto addres sthe
needfor IT Modernizationby bringingto governmentall the tools and
capabilitiesof commercialindustryinnovation.

Our Board members inc ude Theresa Car son (VP for Federa , AWS);
Caseyoleman(VPof FederalSalesforce);andLynnMartin (VP
FederalVMWare)andGeneralkeithAlexander(lronnetCybersecurity).

The purpose of the uncheon is to introduce you to the Coa ition and its
Board,andto havea cordial,off-the-recordconversationabout|T
Modernization(andof course,to eatlunch!).TheluncheonwillbeJune
4rth atnoonatthe downtown CityClub,55513" StreetNW, Washington,
DC.

| sincere y hope that your schedu e a ows you to break bread with us!

Best,

Richard Beute
Executive Director
A iance for Digita Innovation

HX Alliance for

Digital Innovation



Subject: AGC Federal Contractors Conference

Date: Mon, 30 Apr 2018 13:25:06 +0000

From: Jordan Howard <jordan.howard@agc.org>

To: Emily Murphy - A <emily.murphy@gsa.gov>, "Niemeyer, Lucian L Il HON OSD OUSD ATL
(US)" <lucian.l.niemeyer.civ@mail.mil>

Cc: "D'Andrea, Eileen J CAPT USN OSD OUSD ATL (US)" <eileen.j.dandrea.mil@mail.mil>,

"Feathers, Teresa A CTR OSD OUSD ATL (US)" <teresa.a.feathers.ctr@mail.mil>, Carla
Sansalone - AC <carla.sansalone@gsa.gov>

Message-ID: <0a665713c074425e9a07f22f150eacff@MBX05A-IAD3.mex06.mlsrvr.com>

MD5: 508a86d1df6431d66c4d1d45aa600947

Attachments: Interview with Secretary Niemeyer and Administrator Murphy.docx

Emily and Lucian,

| am looking forward to seeing you both on Wednesday. Your offices should already have everything,
but this email is just to confirm. Attached are the interview questions we discussed and below are
some directions.

What: AGC’s Federal Contractors Conference — A View From the Other Side of the Fence

When You Arrive: There is one entrance into the Ritz-Carlton (south Hayes St.). Someone will be

there to greet you and take you to the green room. If for some reason they are not, the Plaza Ball
Room is located on the up the stairs on the left on the second floor.

Time: Please arrive by 11:30 am on Wednesday, May 2". The session will start at 11:45 am after
some brief remarks. | expect the interview to kick off about 5-10 minutes afterwards.

Where: The Ritz-Carlton Hotel, 1250 S Hayes St, Arlington, VA 22202

Room: Plaza Ballroom

Jordan’s Cell: My cell phone should you need it is: (214)-

Best Regards,
Jordan

Jordan F. Howard

Director, Federal and Heavy Construction Division
Associated General Contractors of America

2300 Wilson Blvd., Ste. 300, Arlington, VA 22201
Phone: 703-837-5368; Fax: 703-837-5406

www.AGC.org

20785 AGC of Amenca YM(’:)S

FEDERAL

CONTRACTORS
CONFERENCE}

Join us May 1-3, 2018 in Pentagon City, VA



Subject: FW: Cyber contractors for state and local governments

Date: Wed, 30 May 2018 15:14:38 -0400

From: "Karen Evans"_

To: <emily.murphy@gsa.gov>

Cc: "'Carla Virgilio - AC'" <carla.virgilio@gsa.gov>
Message-ID: <010c01d3f84a$74da2c8055e8e85805@prodigy.net>
MD5: 08f208cb716e0e9dea3fc9bcc9355904

Hi Emily

| saw in the trade press where GSA was looking at cybersecurity on schedules. See below regarding
contractors for State and local. | think John is correct regarding GSA schedules.

I told him | would check with you and | am hoping you have a staff member who could assist CIS (we are
running the elections ISAC on behalf of DHS)

Thanks in advance
karen

From: John Gilligan [mailtW
Sent: Wednesday, May 30, :

To: Karen Evans

Subject: Cyber contractors for state and local governments

Karen,

With the release of the $380M of HAVA monies, the state and local elections folks are being deluged by
cyber contactors who would like to help them spend the monies. The CIS team is developing a checklist
that can be used to help screen contractor candidates.

| was wondering if we would want to recommend that elections offices look to the GSA vehicles as a
possible source for contractors. Is there any real vetting of cyber contractors who are on the GSA
schedules/vehicles? What do you recommend as guidance that we can provide to elections offices?

Best regards,
IG
John M. Gilligan

Executive Chairman
Center for Internet Security

m
703-503-3232 (o)

-~ A
C l S Center for Internet Security”

0000

This message and attachmentsmay contam confidential mformation. ¥ it appearsthatthis
message was sentto you by mistake, any retention,dissemination, distribution or copying of
this message and attachmentsis strictly prohibited. Please notify the senderimmediatelyand
permanentlydeletethe message and any attachments.



Subject: Luncheon Invitation- Alliance for Digital Innovation June 4, 2018, City Club Washington,
DC
Date: Mon, 21 May 2018 11:34:24 -0400

From: ”gmail.com>
To: <emily.murphy@gsa.gov>
Cc: "'Carla Virgilio - AC" <carla.virgilio@gsa.gov>, "'Kelly Ross"" _>

Message-ID: <007001d3f119532708e3059751aa905@gmail.com>
MD5: 23b2c7dd9fd58275c38eb2b6b118b0e3

Dear Emily:

As the Executive Director of the Alliance for Digital Innovation, I wanted to
extend a personal invitation for you to join our Board of Directors for a luncheon
at the inaugural Board meeting of the Alliance for Digital Innovation.

The Alliance for Digital Innovation is a Coalition of ten innovative technology
companies focused upon the enablement of commercial innovation into the federal
sphere. The Coalition is made up of the “new guard” companies- leading cloud,
SaaS, IaaS and PaaS providers at each level of the technology stack- who have
banded together to address the need for IT Modernization by bringing to
government all the tools and capabilities of commercial industry innovation.

Our Board members include Theresa Carlson (VP for Federal, AWS); Casey
Coleman (VP of Federal, Salesforce); and Lynn Martin (VP Federal, VMWare)
and General Keith Alexander (Ironnet Cybersecurity).

The purpose of the luncheon is to introduce you to the Coalition and its Board,
and to have a cordial, off-the-record conversation about I'T Modernization (and of
course, to eat lunch!). The luncheon will be June 4rth at noon at the downtown
City Club, 555 13™ Street NW, Washington, DC.

I sincerely hope that your schedule allows you to break bread with us!

Best,
Richard Beutel
Beartive Direcior

Alliance fr Digial  Tnovation

HX Alliance for

Digital Innovation



Subject: Re: FW: Cyber contractors for state and local governments

Date: Thu, 31 May 2018 08:43:58 -0400

From: Emily Murphy - A <emily.murphy@gsa.gov>

To: Karen Evans

Message-ID: <CALCSMEwDo TJvitExT TsvyE=_ emWda5FXLypFLhdhiu91lg@mail.gmail.com>
MD5: 0675a2c3f0d7f32c415feb287a34524b

Attachments: image002.png ; image004.png ; image003.png ;image005.png ;image001.jpg

Hi Karen -

Kay Ely should be reach out with options. Let me know if you need anything else.
Thanks,

Emily

On Wed, May 30, 2018 at 3:15 PM Karen Evans _ wrote:

Hi Emily

| saw in the trade press where GSA was looking at cybersecurity on schedules. See below regarding
contractors for State and local. | think John is correct regarding GSA schedules.

| told him | would check with you and | am hoping you have a staff member who could assist CIS (we are
running the elections ISAC on behalf of DHS)

Thanks in advance

karen

From: John Gilligan [mailtoW
Sent: Wednesday, May 30, :

To: Karen Evans

Subject: Cyber contractors for state and local governments

Karen,
With the release of the $380M of HAVA monies, the state and local elections folks are being deluged by

cyber contactors who would like to help them spend the monies. The CIS team is developing a checklist
that can be used to help screen contractor candidates.

| was wondering if we would want to recommend that elections offices look to the GSA vehicles as a
possible source for contractors. Is there any real vetting of cyber contractors who are on the GSA
schedules/vehicles? What do you recommend as guidance that we can provide to elections offices?

Best regards,
IG
John M. Gilligan

Executive Chairman
Center for Internet Security

m
703-503-3232 (o)

o
C l S Center for Internet Security”

0000

This message and attachments may contain confidential information. If it appears that this
message was sent to you by mistake, any retention, dissemination, distribution or copying of



this message and attachments is strictly prohibited. Please notify the sender immediately and
permanently delete the message and any attachments.

EMILY W. MURPHY

ADMINISTRATOR
U.S. GENERAL SERVICES ADMINISTRATION

202.501.0800

Emily.Murphy@gsa.gov WWwWWw.gsa.gov




Subject: Re: FW: Cyber contractors for state and local governments

Date: Thu, 31 May 2018 10:38:44 -0400

From: Emily Murphy - A <emily.murphy@gsa.gov>

To: Karen Evans

Message-ID: <CALC5MEy3 yabgtOvgn esalC_x1tuuhWfPA3_tgzEs4XQA@mail.gmail.com>
MDS5: abb32e8bb8245da8adb03de2e4fle26e

Attachments: image002.png ; image001.jpg ; “WRDO0O0O.jpg ;image003.png ;image004.png ;
image005.png

That would be great!

On Thu, May 31, 2018 at 9:29 AM Karen Evans _ wrote:

Thanks so much Hnily
Hope we gettocatchup soon!!

From: Emily Murphy - A [mailto:emily.murphy@gsa.gov]
Sent: Thursday, May 31, 2018 8:44 AM

To: Karen Evans
Subject: Re: FW: Cyber contractors for state and local governments

H Karen -
Kay Hy should be reachoutwith options. et me know if you needanything else.
Thanks,

Emily

On Wed, May 30,2018 at3:15 PM Karen Evans _ wrote:

H Emily
Isawin thetradepresswhere (A was looking at cybersecurity on schedules. See below
regarding contractorsfor State and local. Ithink John is correctregarding (A schedules.

Itold him I would check with you and Iam hoping you have a staff memberwho could assist
(B (we arerunning theelections BC on behalfof DHS)

Thanks in advance

karen

From: John Gilligan [mailto _
Sent: Wednesday, May 30,

To: Karen Evans

Subject: Cyber contractors for state and local governments

Karen,

With thereleaseofthe $380M of HVA monies, thestateandlocal elections folks are being
deluged by cyber contactorswho would like to help themspendthe monies. The (B teamis
developing a checklist thatcan be usedto help screencontractorcandidates.

Iwas wonderingif we would wanttorecommendthatelections offices look tothe GA
vehicles as a possible source for contractors. k thereanyreal vetting of cyber contractorswho
areonthe (PA schedules/vehicles? What do you recommendas guidance thatwe can provide
to elections offices?

Best regards,



G

John M. Gilligan

Executive Chairman
Center for Internet Security

m

(©)

/—»
C l S Center for Internet Security”

0000

This message and attachmentsmay contain confidential nformation. ¥ it appearsthatthis
message was sentto you by mistake, any retention,dissemination, distribution or copymg of
this messageand attachmentsis strictly prohibited. Please notify the senderimmediatelyand
permanentlydeletethe message and any attachments.

EMILY W. MURPHY

. ADMINISTRATOR
U.S. GENERAL SERVICES ADMINISTRATION
202.501.0800

Emily.Murphy@gsa.gov wWww.gsa.gov



Subject: FAS Weekly Update

Date: Fri, 1 Jun 2018 15:26:42 -0400

From: Karen Link - QOA <karen.link@gsa.gov>

To: Emily Murphy - A <emily.murphy@gsa.gov>, Allison Brigati - AD
<allison.brigati@gsa.gov>, Giancarlo Brizzi - M1 <giancarlo.brizzi@gsa.gov>

Cc: "Jack St. John - A" <jack.stjohn@gsa.gov>, Michael Downing - AC

<michael.downing@gsa.gov>, Carla Sansalone - AC <carla.virgilio@gsa.gov>, Alan
Thomas - Q <alan.thomas@gsa.gov>, "Mary Davie (QT)" <mary.davie@gsa.gov>, Joanne
Collins Smee - Q <joanne.collins-smee@gsa.gov>, Justin Ward - ZO
<justin.ward@gsa.gov>, Donna Garland - ZC <donna.garland@gsa.gov>, Liz Barnaby - S
<elizabeth.barnaby@gsa.gov>, Briana Zack - QT1 <briana.zack@gsa.gov>, Karen Link
<karen.link@gsa.gov>, Alexandra Mobeka - Q-C <alexandra.mobeka@gsa.gov>

Message-ID: <CA+OGvEs4JD5LG70y2sGARPOU+_HfKeya+1luQJ4Zmc3ajtaDfoA@mail.gmail.com>

MDS5: 7032587bc7cc295dc44740e913d75dbc

Attachments: [DRAFT] RFl_ Suppliers on Portal Questions.docx ; [DRAFT] RFI_ Portal Providers.docx
AAS_FEDSIM HHS Fact Sheet 5292018 v1.docx

The material contained should be considered procurement sensitive and FOUQO and is not for
distribution externally unless authorized.

Emiy,

| am forwarding you the FAS Week y update. P ease et me know if you have any questions or

desire additiona information.

Karen



Upcoming RFPs for the Centers for Disease Contro and Prevention (CDC)

FEDSIM p ans to re ease mu tip e RFP’s in support of the CDC’s Division of Strategic Nationa Stockpie

(DSNS) mission to de iver critica medica assets to the site of a nationa emergency.

Orac e Licenses Task Order Award

FAS awarded a task order on beha f of GSA IT for Orac e icenses. This order wi bring the Agency into

comp iance with a icense T's & C's. Additiona y through negotiation the Government received significant

savings for the mandatory CLINs (Contract Line Items Number).



Section 846

Upcoming RFls

FAS p ans to re ease two RFIs re: Section 846. The RFls so icit supp iers and marketp ace

providers of the commercia e-Commerce porta s in order to comp ete Phase Il of the

requirements enacted in Section 846 of the Nationa Defense Authorization Act (NDAA) for Fisca

Year 2018, Procurement through Commercia e-Commerce Porta s. Both are under review by

OFPP and their re ease date is dependent upon the timing of the Federa Register submission.



Congressiona Concerns

Senator Perdue’s (GA) staff have requested a discussion on Section 846 regarding issues raised

by Home Depot. Additiona y, HSGAC has requested a briefing on Section 846. Both meetings

wi be he d, in-person on June 4, 2018. The main points of interest are ike y the same data

privacy concerns that were raised by Home Depot with Chairman Graves’ staff a few weeks ago.

Distributed Ledger Techno ogy (DLT) Project Awarded

The Mu tip e Award Schedu e (MAS) DLT project was awarded to United So utions on May 22, 2018

against GSA’s 8(a) Stars Il contract. At the kickoff meeting, schedu ed for June 1, 2018, United So utions



wi provide a charter, road map, and more detai ed schedu e for the project which supports the

automation of proposa eva uation through DLT, robotic process automation (RPA), smart contracts,

and/or other business automation.

GSA/IBM Enterprise Leve Agreement Announced

On May 30, 2018, a press re ease was issued announcing an enterprise eve agreement between GSA

and IBM. The agreement provides for tiered pricing for IBM database products and services through IT

Schedue 70 and is avaiabe to a Federa Agencies a ong with State, Loca, and Triba governments.

GSA Receives Favorab e Ruing on A iant 3 Government-wide Acquisition Contract (GWAC)



The Court of Federa C aims (COFC) has ru ed in favor of GSA in a remaining cases before them in the

case of the A iant 2 GWAC. GSA wi prompty proceed with contract performance in the next few weeks.

The Court's written decisions remain under sea unti the parties agree upon redactions. The Court's

pub ished decisions are expected within the next two weeks. These federa court decisions are

considered a precedent win that further so idifies the va idity of the innovative procurement.

Event Ce ebrating Transfer of Computers to Virginia Schoo s

On May 11, 2018, FAS participated in an event attended by Senator Mark Warner (VA) at Forest Park

High Schoo in Woodbridge, VA, ce ebrating the transfer of Federa Excess Computer equipment to

schoo s that were subsequent y refurbished by the Virginia STAR (Student Training and Refurbishment



Program) program. FAS has partnered with VA STAR and coordinated the donation of thousands of

Federa excess computers to the program.

Karen E. Link
Senior Advisor
Office of the FAS Commissioner

Federal Acquisition Service (FAS)
U.S. General Services Administration (GSA)

(703) (DI (Vobile)

karen.link@gsa.gov




Subject: Re: Fwd: FW: Cyber contractors for state and local governments

Date: Wed, 30 May 2018 21:13:42 -0400

From: Alan Thomas - Q <alan.thomas@gsa.gov>

To: Emily Murphy - A <emily.murphy@gsa.gov>

Cc: Mary Davie <mary.davie@gsa.gov>

Message-ID: <CADZwdKrQekSvTOXpKHwOQ3ca49m=dZS9qsUO17hTENRaLnVE+w@mail.gmail.com>
MD5: cfece0073120019b4bce2ef6a29fce26

| think so as state and local governments can use 70 and 84.

On May 30, 2018 7:26 PM, "Emily Murphy - A" <emily.murphy@gsa.gov> wrote:

Can we help Karen?

---------- Forwarded message ---------

From: Karen Evans W

Date: Wed, May 30, at 3:

Subject: FW: Cyber contractors for state and local governments

To: <emily.murphy@gsa.gov>
CC: Carla Virgilio - AC <carla.virgilio@gsa.gov>

H Enily

Isaw m thetradepresswhere GA was looking at cybersecurity on schedules. See below
regarding contractorsfor State and local. Ithink John is correctregarding (A schedules.
I'told him I'would check with you andIam hoping you have a staff memberwho could assist
B (we arerunning theelections BC on behalf of DIS)

Thanks m advance

karen

Sent: Wednesday, May 30,
To: Karen Evans
Subject: Cyber contractors for state and local governments

Karen,

With thereleaseofthe $380M of HVA monies, the stateandlocal elections folks are being
deluged by cyber contactorswho would like tohelp themspendthemonies. The (B teamis
developing a checklist thatcan be usedto help screencontractorcandidates.

I'was wondering if we would wanttorecommendthatelectionsoffices look tothe GA
vehicles as a possible source for contractors. k thereanyrealvetting of cyber contractorswho
areonthe GA schedules/vehicles? What do you recommendas guidance thatwe can provide
to elections offices?

Best regards,
G

John M. Gilligan

Executive Chairman
Center for Internet Security

m

(©)



Subject:
Date:
From:
To:

Cc:

Message-ID:
MD5:
Attachments:

FAS Weekly Report - May 11, 2018
Fri, 11 May 2018 15:57:08 -0400
Judith Zawatsky - QOA <judith.zawatsky@gsa.gov>
Emily Murphy <emily.murphy@gsa.gov>, Allison Brigati - M <allison.brigati@gsa.gov>,
Giancarlo Brizzi - M1 <giancarlo.brizzi@gsa.gov>
"Jack St. John - A" <jack.stjohn@gsa.gov>, Mike Downing - AC
<michael.downing@gsa.gov>, Carla Virgilio - AC <carla.virgilio@gsa.gov>, Alan Thomas -
Q <alan.thomas@gsa.gov>, "Mary Davie (QT)" <mary.davie@gsa.gov>, Joanne Collins
Smee - TO <joanne.collins-smee@gsa.gov>, Drew Jack - ZACA <drew.jack@gsa.gov>,
Donna Garland - OCM <donna.garland@gsa.gov>, Liz Barnaby -S
<elizabeth.barnaby@gsa.gov>, Briana Lambert - H <briana.zack@gsa.gov>, Karen Link -
QM <karen.link@gsa.gov>
<CAHNcbSXVgEReSV8jHk3mBgAwfiS1x06-8Qzcg-MEUUhKQGESPg@mail.gmail.com>
5ebc8f5af0904ccdd9828d4f77fdaf6f
Army National Guard Directorate of Information Management Support (ARNG DOIM)
Task Order Request.docx ; JanSan Purchasing Channel Award.docx ; Fleet Consulting
Services - Agency Reform Act Task Order.docx ; GSA Pool SmartPay 3A® (SP3) Task
Order .docx ; Highly Adaptive Cybersecurity Services (HACS) Special Item Numbers
(SINs) Modernization Requests for Information (RFI).docx ; National Capital Region
(NCR) IT Support Recompete.docx ; B-414822 4 BAH-GAO COSTS_GRANT_LETTER.pdf
; B-414822, Executive Summary GAO Costs Decision.docx ; B-414822 4 BAH
COSTS_PROTECTED_DECISION_NONPUBLIC.pdf

The materia contained shou d be considered procurement sensitive and FOUO and is not for
distribution externa y un ess authorized.

Emiy,

| am forwarding you the FAS Week y update. P ease et me know if you have any questions or

desire additiona information.



Judith

Army Nationa Guard Directorate of Information Management Support (ARNG DOIM) Task

Order Request

The scope of this Task Order is to support the ARNG DOIM’s infrastructure and networks by

providing audio/visua, digita repository, and te ecommunications services. The ARNG seeks to

improve its customer service, interna efficiency by emphasizing proactive system

management, and increase the cybersecurity posture of the ARNG DOIM in order to ensure

the confidentia ity, avai abi ity, and integrity of managed systems. This Task Order wi everage

techno ogy advancements to increase the performance, security, and efficiency of information



techno ogy services whie owering Tota Cost of Ownership for ARNG DOIM operations. The

estimated Task Order Request issue date is May 17, 2018, with an estimated c osing date of

June 18, 2018. The estimated award date is September 24, 2018 with a tota award va ue of

$130,000,000.










High y Adaptive Cybersecurity Services (HACS) Specia Item Numbers (SINs) Modernization

Requests for Information (RFI)

On Tuesday, May 22, 2018, FAS intends to re ease to FedBizOpps (FBO) two High y Adaptive

Cybersecurity Services (HACS) Modernization Requests for Information (RFIs), one directed at

cybersecurity industry partners and the other to federa, state, oca, triba, and territoria

government agencies.

These RFIs seek feedback from HACS awardees and customer agencies regarding the current

state of the SINs, which cybersecurity services shou d be added or removed, and their



concerns about the eva uation and acquisition processes. We are a so requesting responses

from non-HACS awardees/customers, particu ar y asking why they chose not to pursue a

HACS award or utiize the HACS SINs, how they currenty se and purchase cybersecurity

services, and other suggestions for improvement.
















Subject: FAS Weekly Update

Date: Fri, 27 Apr 2018 14:37:06 -0400

From: Karen Link - Q <karen.link@gsa.gov>

To: Emily Murphy - A <emily.murphy@gsa.gov>, Allison Brigati - AD
<allison.brigati@gsa.gov>, Giancarlo Brizzi - M1 <giancarlo.brizzi@gsa.gov>

Cc: "Jack St. John - A" <jack.stjohn@gsa.gov>, Michael Downing - AC

<michael.downing@gsa.gov>, Carla Sansalone - AC <carla.virgilio@gsa.gov>, Alan
Thomas - Q <alan.thomas@gsa.gov>, "Mary Davie (QT)" <mary.davie@gsa.gov>, "Judith
Nelson (QVODB)" <judith.zawatsky@gsa.gov>, Joanne Collins Smee - Q <joanne.collins-
smee@gsa.gov>, Drew Jack - ZCA <drew.jack@gsa.gov>, Donna Garland - ZC
<donna.garland@gsa.gov>, Liz Barnaby - S <elizabeth.barnaby@gsa.gov>, Briana Zack -
QT1 <briana.zack@gsa.gov>, Karen Link <karen.link@gsa.gov>

Message-ID: <CA+OGvEt9Eesth8N3akK3k4-UOH3f=QFsHbUZpMvstA96MjapGEA@mail.gmail.com>

MDS5: ba3ac628e75fcdd7d307e4ca09e19c¢5d

Attachments: Executive Summary GAO Costs Decision - OCTO - B-414801.4 (PEO STRI) (1) (1).docx ;
AAS Operational Notice 2018 TROJAN STRONG_Fact Sheet.docx ; B-414801.4, Octo
Consulting Group, Inc.-Costs, Agency Letter.pdf ; B-414801.4, Octo Consulting Group,
Inc.-Costs, PROTECTED DECISION (1).pdf ; BMO Phase | On Ramp Fact Sheet.docx ;
HACS #7063a Modernization RFI Fact Sheet.docx ; IPAS Fact Sheet.docx ; OAS Pre
Award Fact Sheet - April 30, 2018.docx ; OASIS UR P2&6 Presolicitation Fact Sheet -
April 26, 2018.docx ; Fleet 10 Day RFQ Notice-Consulting Task Order.docx

The material contained should be considered procurement sensitive and FOUQO and is not for
distribution externally unless authorized.

Emiy,

| am forwarding you the FAS Week y update. P ease et me know if you have any questions or

desire additiona information.
























High v Adaptive Cybersecurity Services (HACS) Modernization Requests for Information

GSA is re easing two Requests for Information (RFls), one directed at cybersecurity service

providers, the other, directed at our Federa, state, oca, triba, and territoria government

customers. The RFls are schedu ed to post on May 14, 2018 and c ose on June 1, 2018.







Karen E. Link
Senior Advisor
Office of the FAS Commissioner

Federal Acquisition Service (FAS)
U.S. General Services Administration (GSA)

(703) - (Mobile)




Subject: Declined: CONFIRMED - EWM/Brennan to meet with Rep. Trey Gowdy, R-SC @ Tue Mar
6, 2018 12:30pm - 1pm (EST) (emily.murphy@gsa.gov)

Date: Tue, 27 Feb 2018 16:53:02 +0000

From: Jessica Jennings - S <jessica.jennings@gsa.gov>

To: emily.murphy@gsa.gov

Message-ID: <001al11473d3aab5aa20566347517 @google.com>
MDS5: 06e34f1de9d375550d07a3ba311df488

Attachments: invite.ics

Jessica Jennings - S has declined this invitation.

CONFIRMED - EWM/Brennan to meet with Rep. Trey Gowdy, R-SC

Oversight and Government Reform, Chairman
Permanent Select Committee on Intelligence
Emerging Threats
National Security Agency and Cybersecurity
Judiciary
Crime Terrorism, Homeland Security and Investigation

Constitution and Civil Justice

Ethics
When Tue Mar 6, 2018 12:30pm — 1pm Eastern Time
Where 2418 Rayburn HOB (map)
Calendar emi y.murphy@gsa.gov
Who avooX emily.murphy@gsa.gov -
organizer
avooX carla.sansalone@gsa.gov
- creator
aMXX brennan.hart@gsa.gov
OMOOX jessica.jennings@gsa.go
v

Invitation from Google Calendar

You are receiving this email at the account emily.murphy@gsa.gov because you are subscribed for invitation replies on
calendar emily.murphy@gsa.gov.

To stop receiving these emails, please log in to https://www.google.com/calendar/ and change your notification settings for
this calendar.

Forwarding this invitation could allow any recipient to modify your RSVP response. Learn More.



Subject: Declined: CONFIRMED - EWM/Brennan to meet with Rep. Trey Gowdy, R-SC @ Tue Mar
6, 2018 12:30pm - 1pm (EST) (emily.murphy@gsa.gov)

Date: Tue, 27 Feb 2018 16:53:06 +0000

From: Brennan Hart - S <brennan.hart@gsa.gov>

To: emily.murphy@gsa.gov

Message-ID: <94eb2c05e2ecf34b260566347579@google.com>
MD5: f068446311b156fd378f127ccd36499d

Attachments: invite.ics

Brennan Hart - S has declined this invitation.

CONFIRMED - EWM/Brennan to meet with Rep. Trey Gowdy, R-SC

Oversight and Government Reform, Chairman
Permanent Select Committee on Intelligence
Emerging Threats
National Security Agency and Cybersecurity
Judiciary
Crime Terrorism, Homeland Security and Investigation

Constitution and Civil Justice

Ethics
When Tue Mar 6, 2018 12:30pm — 1pm Eastern Time
Where 2418 Rayburn HOB (map)
Calendar emi y.murphy@gsa.gov
Who avooX emily.murphy@gsa.gov -
organizer
avooX carla.sansalone@gsa.gov
- creator
aMXX brennan.hart@gsa.gov
OMOOX jessica.jennings@gsa.go
v

Invitation from Google Calendar

You are receiving this email at the account emily.murphy@gsa.gov because you are subscribed for invitation replies on
calendar emily.murphy@gsa.gov.

To stop receiving these emails, please log in to https://www.google.com/calendar/ and change your notification settings for
this calendar.

Forwarding this invitation could allow any recipient to modify your RSVP response. Learn More.



Subject: Final GSA IT Strategic Plan is published

Date: Fri, 23 Mar 2018 11:05:46 -0400

From: Chief Information Officer <ClO@gsa.gov>

To: undisclosed-recipients:;

Bcc: HSSORCO@gsa.gov

Message-ID: <CAJuMO90DPbqltpY8QC6mMIuvPVOZOPid7YWWu9my6qZvF+Hfaog@mail.gmail.com>
MD5: 365d0455b71f588b6dbad103d51f8024

GSANT

From the Office of the CIO

Dear GSA Community,

With ast month’s announcement of the GSA Strategic P an, it is with great p easure that | present to you the GSA IT

Strategic P an FY 2018-2020. The IT Strategic P an is an essentia guide that out ines our IT strategic goa s,

objectives and initiatives to a ign with the GSA Strategic P an.

GSA'’s mission is to “de iver va ue and savings in rea estate, acquisition, techno ogy, and other mission-support



services across Government.” GSA IT strives to provide innovative, co aborative and cost-effective IT so utions to

support the business objectives of GSA’s mission.

For the next three years, our focus is centered around five key strategic goa s:

1)

Our Peop e, Our Cu ture

2)

Mission De ivery

3)

Strengthen Cybersecurity

4)

Operationa Exce ence



5)

Innovation Leader

This IT Strategic P an defines the overa scope and approach for how GSA IT wi provide the necessary IT support

to achieve our five strategic goa s. | encourage you to review the GSA IT Strategic P an FY 2018-2020 to further

understand the strategic objectives and initiatives to accomp ish these goa s.

Thank you to everyone who provided input into the p an. | we come your continued feedback on how GSA IT can

continue to provide the techno ogy so utions needed to support your organizationa priorities.



Sincerey,

David Shive



Subject: Accepted: EWM to speak at 4x24 Leadership Group Dinner @ Thu May 3, 2018 6pm -
8pm (EDT) (emily.murphy@gsa.gov)

Date: Fri, 23 Mar 2018 17:10:01 +0000

From: Pam Dixon - Z <pamela.dixon@gsa.gov>

To: emily.murphy@gsa.gov

Message-ID: <001a114d8032a4e4070568177e63@google.com>
MD5: e7d369e223c101bed44016388e0cc3fd

Attachments: invite.ics

Pam Dixon - Z has accepted this invitation.

EWM to speak at 4x24 Leadership Group Dinner

On beha f of the 4x24 Leadership Group Chair, Rob Davies of VION Corporation, we woud ike to
forma vy invite you to be our next 4x24 Leadership Group speaker. The dinner wi be he d at The
Hyatt Regency in McLean, VA from 5:30 — 8:10 pm. If this date does not work for you we are open to
ooking at other dates.

As a reminder, The 4x24 is an Executive Dinner Series (24 members who meet 4 times a year). The
forum has been operating for over 10 years and provides an opportunity for ike-minded eaders in the
government contracting industry to network and co aborate with one another in a cooperative fashion.

The 4x24 Leadership Group consists on y of "Executives of Consequence" and we do not a ow any
outside "service providers" (i.e., awyers, accountants, recruiters, obbyist, etc.) to attend the dinner.
Each dinner, he d in a private dining setting, has an outside speaker to discuss atest re ated
happenings in our market space. No members of the press are a owed to be in the room and there
are never any recordings of the conversations. In fact, the meetings are he d under a strict
understanding of non-attribution known as "The Chatham House Rue".

A cocktai reception wi be he d from 5:30pm to 6:30pm, and dinner wi commence at 6:30pm with a
brief introduction of each member. You wi receive a forma introduction made by the chairman, and
then speak extemporaneous y, or from notes (PowerPoint and/or hand outs are discouraged), for 15 to
20 minutes. Your comments wi be fo owed by a Q&A ead by the chairman. The event wi typica y
end at 8:10pm.

Past 4x24 Leadership Group Speakers (partial list):
ADM Michael Rogers, United States Navy, Commander, U.S. Cyber Command, Director,
National Security Agency/Chief, Central Security Service

Robert Cardillo, Director of National Geospatial-Intelligence Agency (NGA)
Betty Sapp, Director of National Reconnaissance Office (NRO)

Lt Gen Vincent Stewart, Director of Defense Intelligence Agency (DIA)
Raquel Bono, Director of the Defense Health Agency

GEN Mark Milley, Chief of Staff of U.S. Army

ADM John Richardson, Chief Naval Officer of U.S. Navy

Pierre Chao, Founding Partner of Renaissance Strategic Advisors
Governor Terry McAuliffe of State of Virginia

The Hon. Deborah Lee James, Former Secretary of the U.S. Air Force

Jeanette Manfra, Deputy Under Secretary for Cybersecurity and Communications (Acting),
Office of the Under Secretary, NPPD of U.S. Department of Homeland Security

Richard Hale, Former Deputy Chief Information Office for Cyber Security of U.S. Department
of Defense (DoD)

Randall Coleman, Former Executive Assistant Director of the Criminal, Cyber, Response and
Services Branch of Federal Bureau of Investigation (FBI)

Kevin McLaughlin, Deputy Commander of United States Cyber Command
Steven Spano, President and Chief Operating Officer of Center for Internet Security
Jonathan Greenert, Former Chief of Naval Operations of U.S. Navy




Frank Finelli, Managing Director of The Carlyle Group
Jack Keane, Former Vice Chief of Staff of U.S. Army

| have attached the 4x24 Leadership Group Roster. Are you available on March 13th? We would

be honored to have you speak.

Very Respectfully,
Sara McGraw

Sara McGraw

Program Director, Potomac Officers Club and 4x24 Leadership

Executive Mosaic
8245 Boone Blvd. Suite 650
Tysons Corner, VA 22182

(0) (703) 226-7005 (C) (703)-

When

Where

Calendar

Who

Thu May 3, 2018 6pm — 8pm Eastern Time

Tysons Corner Center, McLean, VA 22102, USA
(map)

emi y.murphy@gsa.gov

avooX emily.murphy@gsa.gov -
organizer

avoOX carla.sansalone@gsa.gov
- creator

0180 allison.brigati@gsa.gov

OMOOX jeffrey.leieritz@gsa.gov

aMXX giancarlo.brizzi@gsa.gov

AQMOOX pamela.dixon@gsa.gov

VDX michael.downing@gsa.g
ov

Invitation from Google Calendar

You are receiving this email at the account emily.murphy@gsa.gov because you are subscribed for invitation replies on

calendar emily.murphy@gsa.gov.

To stop receiving these emails, please log in to https://www.google.com/calendar/ and change your notification settings for

this calendar.

Forwarding this invitation could allow any recipient to modify your RSVP response. Learn More.




Subject: New GAO Engagement: Review of Federal Cyber-security Workforce Coding. (GAO

102594)
Date: Tue, 27 Feb 2018 15:31:56 -0500 (EST)
From: GSA Audit Site <theresa.ottery@gsa.gov>
To: emily.murphy@gsa.gov, david.shive@gsa.gov
Cc: allison.brigati@gsa.gov, brennan.hart@gsa.gov, michael.downing@gsa.gov,

brian.barnes@gsa.gov, susan.marshall@gsa.gov, jonathan.clinton@gsa.gov,
bob.stafford@gsa.gov, thomas.mueller@gsa.gov, jack.stjohn@gsa.gov,
lenny.loewentritt@gsa.gov, jeffrey.post@gsa.gov, saul.japson@gsa.gov,
erin.mewhirter@gsa.gov, corey.cooke@gsa.gov, vanessa.ros@gsa.gov,
lesley.briante@gsa.gov, michael.harris@gsa.gov, karen.overall@gsa.gov,
george.mcquire@gsa.gov, brian.isbrandt@gsa.gov

Message-ID: <321429311.268.1519763516830.JavaMail. HMPS-ASWETK-P02S@smtp2-
dc.micropact.com>

MD5: 9ff3eb6a376601c58c8afb83d55352b5

Attachments: GAO 102594 gsa not Itr (Issued 02-27-2018).pdf

GAO expects to begin work on this engagement immediately.

This message is to inform you that the Government Accountability Office (GAO) is beginning work on
Review of Federal Cyber-security Workforce Coding. GAO plans to assess the status of federal agencies
efforts to implement the requirements of the Federal Cyber-security Workforce Assessment Act of
2015.1. This engagement will review agencies' implementation of all the provisions in the act. GAO
recently conducted a related engagement that reviewed the status of agencies' implementation efforts
up until February 2018 (engagement code 101198).

Attached is a copy of the engagement letter.

The primary responsibility for assisting GAO with this engagement is (I) GSA IT: Office of the Chief
Information Officer.

Information and Assistance: If you need assistance, please contact Wayne Williams at
wayne.williams@gsa.gov or Leslie Adams at leslie.adams@gsa.gov.

GSA's Internal Control Audit Tracking System (ICATS) generates this email, automatically.



Subject: Accepted: EWM to speak at 4x24 Leadership Group Dinner @ Thu May 3, 2018 6pm -
8pm (EDT) (emily.murphy@gsa.gov)

Date: Fri, 23 Mar 2018 17:08:33 +0000

From: Jeff Leieritz - Z <jeffrey.leieritz@gsa.gov>

To: emily.murphy@gsa.gov

Message-ID: <0000000000006668850568177905@google.com>
MD5: 806e14cec91154705c00b09f95c9b20f

Attachments: invite.ics

Jeff Leieritz - Z has accepted this invitation.

EWM to speak at 4x24 Leadership Group Dinner

On beha f of the 4x24 Leadership Group Chair, Rob Davies of VION Corporation, we woud ike to
forma vy invite you to be our next 4x24 Leadership Group speaker. The dinner wi be he d at The
Hyatt Regency in McLean, VA from 5:30 — 8:10 pm. If this date does not work for you we are open to
ooking at other dates.

As a reminder, The 4x24 is an Executive Dinner Series (24 members who meet 4 times a year). The
forum has been operating for over 10 years and provides an opportunity for ike-minded eaders in the
government contracting industry to network and co aborate with one another in a cooperative fashion.

The 4x24 Leadership Group consists on y of "Executives of Consequence" and we do not a ow any
outside "service providers" (i.e., awyers, accountants, recruiters, obbyist, etc.) to attend the dinner.
Each dinner, he d in a private dining setting, has an outside speaker to discuss atest re ated
happenings in our market space. No members of the press are a owed to be in the room and there
are never any recordings of the conversations. In fact, the meetings are he d under a strict
understanding of non-attribution known as "The Chatham House Rue".

A cocktai reception wi be he d from 5:30pm to 6:30pm, and dinner wi commence at 6:30pm with a
brief introduction of each member. You wi receive a forma introduction made by the chairman, and
then speak extemporaneous y, or from notes (PowerPoint and/or hand outs are discouraged), for 15 to
20 minutes. Your comments wi be fo owed by a Q&A ead by the chairman. The event wi typica y
end at 8:10pm.

Past 4x24 Leadership Group Speakers (partial list):
ADM Michael Rogers, United States Navy, Commander, U.S. Cyber Command, Director,
National Security Agency/Chief, Central Security Service

Robert Cardillo, Director of National Geospatial-Intelligence Agency (NGA)
Betty Sapp, Director of National Reconnaissance Office (NRO)

Lt Gen Vincent Stewart, Director of Defense Intelligence Agency (DIA)
Raquel Bono, Director of the Defense Health Agency

GEN Mark Milley, Chief of Staff of U.S. Army

ADM John Richardson, Chief Naval Officer of U.S. Navy

Pierre Chao, Founding Partner of Renaissance Strategic Advisors
Governor Terry McAuliffe of State of Virginia

The Hon. Deborah Lee James, Former Secretary of the U.S. Air Force

Jeanette Manfra, Deputy Under Secretary for Cybersecurity and Communications (Acting),
Office of the Under Secretary, NPPD of U.S. Department of Homeland Security

Richard Hale, Former Deputy Chief Information Office for Cyber Security of U.S. Department
of Defense (DoD)

Randall Coleman, Former Executive Assistant Director of the Criminal, Cyber, Response and
Services Branch of Federal Bureau of Investigation (FBI)

Kevin McLaughlin, Deputy Commander of United States Cyber Command
Steven Spano, President and Chief Operating Officer of Center for Internet Security
Jonathan Greenert, Former Chief of Naval Operations of U.S. Navy




Frank Finelli, Managing Director of The Carlyle Group
Jack Keane, Former Vice Chief of Staff of U.S. Army

| have attached the 4x24 Leadership Group Roster. Are you available on March 13th? We would

be honored to have you speak.

Very Respectfully,
Sara McGraw

Sara McGraw

Program Director, Potomac Officers Club and 4x24 Leadership

Executive Mosaic
8245 Boone Blvd. Suite 650
Tysons Corner, VA 22182

(0) (703) 226-7005 (C) (703)-

When

Where

Calendar

Who

Thu May 3, 2018 6pm — 8pm Eastern Time

Tysons Corner Center, McLean, VA 22102, USA
(map)

emi y.murphy@gsa.gov

avooX emily.murphy@gsa.gov -
organizer

avoOX carla.sansalone@gsa.gov
- creator

0180 allison.brigati@gsa.gov

OMOOX jeffrey.leieritz@gsa.gov

aMXX giancarlo.brizzi@gsa.gov

AQMOOX pamela.dixon@gsa.gov

VDX michael.downing@gsa.g
ov

Invitation from Google Calendar

You are receiving this email at the account emily.murphy@gsa.gov because you are subscribed for invitation replies on

calendar emily.murphy@gsa.gov.

To stop receiving these emails, please log in to https://www.google.com/calendar/ and change your notification settings for

this calendar.

Forwarding this invitation could allow any recipient to modify your RSVP response. Learn More.




Subject: Accepted: EWM to speak at 4x24 Leadership Group Dinner @ Thu May 3, 2018 6pm -
8pm (EDT) (emily.murphy@gsa.gov)

Date: Fri, 06 Apr 2018 14:28:59 +0000

From: Allison Brigati - AD <allison.brigati@gsa.gov>

To: emily.murphy@gsa.gov

Message-ID: <00000000000080d89205692ee047 @google.com>
MD5: 267b3d609b501374bfd423825aae639f

Attachments: invite.ics

Allison Brigati - AD has accepted this invitation.

EWM to speak at 4x24 Leadership Group Dinner

On beha f of the 4x24 Leadership Group Chair, Rob Davies of VION Corporation, we woud ike to
forma vy invite you to be our next 4x24 Leadership Group speaker. The dinner wi be he d at The
Hyatt Regency in McLean, VA from 5:30 — 8:10 pm. If this date does not work for you we are open to
ooking at other dates.

As a reminder, The 4x24 is an Executive Dinner Series (24 members who meet 4 times a year). The
forum has been operating for over 10 years and provides an opportunity for ike-minded eaders in the
government contracting industry to network and co aborate with one another in a cooperative fashion.

The 4x24 Leadership Group consists on y of "Executives of Consequence" and we do not a ow any
outside "service providers" (i.e., awyers, accountants, recruiters, obbyist, etc.) to attend the dinner.
Each dinner, he d in a private dining setting, has an outside speaker to discuss atest re ated
happenings in our market space. No members of the press are a owed to be in the room and there
are never any recordings of the conversations. In fact, the meetings are he d under a strict
understanding of non-attribution known as "The Chatham House Rue".

A cocktai reception wi be he d from 5:30pm to 6:30pm, and dinner wi commence at 6:30pm with a
brief introduction of each member. You wi receive a forma introduction made by the chairman, and
then speak extemporaneous y, or from notes (PowerPoint and/or hand outs are discouraged), for 15 to
20 minutes. Your comments wi be fo owed by a Q&A ead by the chairman. The event wi typica y
end at 8:10pm.

Past 4x24 Leadership Group Speakers (partial list):
ADM Michael Rogers, United States Navy, Commander, U.S. Cyber Command, Director,
National Security Agency/Chief, Central Security Service

Robert Cardillo, Director of National Geospatial-Intelligence Agency (NGA)
Betty Sapp, Director of National Reconnaissance Office (NRO)

Lt Gen Vincent Stewart, Director of Defense Intelligence Agency (DIA)
Raquel Bono, Director of the Defense Health Agency

GEN Mark Milley, Chief of Staff of U.S. Army

ADM John Richardson, Chief Naval Officer of U.S. Navy

Pierre Chao, Founding Partner of Renaissance Strategic Advisors
Governor Terry McAuliffe of State of Virginia

The Hon. Deborah Lee James, Former Secretary of the U.S. Air Force

Jeanette Manfra, Deputy Under Secretary for Cybersecurity and Communications (Acting),
Office of the Under Secretary, NPPD of U.S. Department of Homeland Security

Richard Hale, Former Deputy Chief Information Office for Cyber Security of U.S. Department
of Defense (DoD)

Randall Coleman, Former Executive Assistant Director of the Criminal, Cyber, Response and
Services Branch of Federal Bureau of Investigation (FBI)

Kevin McLaughlin, Deputy Commander of United States Cyber Command
Steven Spano, President and Chief Operating Officer of Center for Internet Security
Jonathan Greenert, Former Chief of Naval Operations of U.S. Navy




Frank Finelli, Managing Director of The Carlyle Group
Jack Keane, Former Vice Chief of Staff of U.S. Army

| have attached the 4x24 Leadership Group Roster. Are you available on March 13th? We would

be honored to have you speak.

Very Respectfully,
Sara McGraw

Sara McGraw

Program Director, Potomac Officers Club and 4x24 Leadership

Executive Mosaic
8245 Boone Blvd. Suite 650
Tysons Corner, VA 22182

(0) (703) 226-7005 (C) (703)-

When

Where

Calendar

Who

Thu May 3, 2018 6pm — 8pm Eastern Time

Tysons Corner Center, McLean, VA 22102, USA
(map)

emi y.murphy@gsa.gov

avooX emily.murphy@gsa.gov -
organizer

avoOX carla.sansalone@gsa.gov
- creator

0180 allison.brigati@gsa.gov

OMOOX jeffrey.leieritz@gsa.gov

aMXX giancarlo.brizzi@gsa.gov

AQMOOX pamela.dixon@gsa.gov

VDX michael.downing@gsa.g
ov

Invitation from Google Calendar

You are receiving this email at the account emily.murphy@gsa.gov because you are subscribed for invitation replies on

calendar emily.murphy@gsa.gov.

To stop receiving these emails, please log in to https://www.google.com/calendar/ and change your notification settings for

this calendar.

Forwarding this invitation could allow any recipient to modify your RSVP response. Learn More.




Subject: Tentatively Accepted: EWM to speak at 4x24 Leadership Group Dinner @ Thu May 3,
2018 6pm - 8pm (EDT) (emily.murphy@gsa.gov)

Date: Fri, 23 Mar 2018 18:47:19 +0000

From: Giancarlo Brizzi - M1 <giancarlo.brizzi@gsa.gov>
To: emily.murphy@gsa.gov

Message-ID: <001al113f2be094a761056818daac@google.com>
MD5: 78cf7ce65a400fabc684abd00fbc4665

Attachments: invite.ics

Giancarlo Brizzi - M1 has replied "Maybe" to this invitation.

EWM to speak at 4x24 Leadership Group Dinner

On beha f of the 4x24 Leadership Group Chair, Rob Davies of VION Corporation, we woud ike to
forma vy invite you to be our next 4x24 Leadership Group speaker. The dinner wi be he d at The
Hyatt Regency in McLean, VA from 5:30 — 8:10 pm. If this date does not work for you we are open to
ooking at other dates.

As a reminder, The 4x24 is an Executive Dinner Series (24 members who meet 4 times a year). The
forum has been operating for over 10 years and provides an opportunity for ike-minded eaders in the
government contracting industry to network and co aborate with one another in a cooperative fashion.

The 4x24 Leadership Group consists on y of "Executives of Consequence" and we do not a ow any
outside "service providers" (i.e., awyers, accountants, recruiters, obbyist, etc.) to attend the dinner.
Each dinner, he d in a private dining setting, has an outside speaker to discuss atest re ated
happenings in our market space. No members of the press are a owed to be in the room and there
are never any recordings of the conversations. In fact, the meetings are he d under a strict
understanding of non-attribution known as "The Chatham House Rue".

A cocktai reception wi be he d from 5:30pm to 6:30pm, and dinner wi commence at 6:30pm with a
brief introduction of each member. You wi receive a forma introduction made by the chairman, and
then speak extemporaneous y, or from notes (PowerPoint and/or hand outs are discouraged), for 15 to
20 minutes. Your comments wi be fo owed by a Q&A ead by the chairman. The event wi typica y
end at 8:10pm.

Past 4x24 Leadership Group Speakers (partial list):
ADM Michael Rogers, United States Navy, Commander, U.S. Cyber Command, Director,
National Security Agency/Chief, Central Security Service

Robert Cardillo, Director of National Geospatial-Intelligence Agency (NGA)
Betty Sapp, Director of National Reconnaissance Office (NRO)

Lt Gen Vincent Stewart, Director of Defense Intelligence Agency (DIA)
Raquel Bono, Director of the Defense Health Agency

GEN Mark Milley, Chief of Staff of U.S. Army

ADM John Richardson, Chief Naval Officer of U.S. Navy

Pierre Chao, Founding Partner of Renaissance Strategic Advisors
Governor Terry McAuliffe of State of Virginia

The Hon. Deborah Lee James, Former Secretary of the U.S. Air Force

Jeanette Manfra, Deputy Under Secretary for Cybersecurity and Communications (Acting),
Office of the Under Secretary, NPPD of U.S. Department of Homeland Security

Richard Hale, Former Deputy Chief Information Office for Cyber Security of U.S. Department
of Defense (DoD)

Randall Coleman, Former Executive Assistant Director of the Criminal, Cyber, Response and
Services Branch of Federal Bureau of Investigation (FBI)

Kevin McLaughlin, Deputy Commander of United States Cyber Command
Steven Spano, President and Chief Operating Officer of Center for Internet Security
Jonathan Greenert, Former Chief of Naval Operations of U.S. Navy




Frank Finelli, Managing Director of The Carlyle Group
Jack Keane, Former Vice Chief of Staff of U.S. Army

| have attached the 4x24 Leadership Group Roster. Are you available on March 13th? We would

be honored to have you speak.

Very Respectfully,
Sara McGraw

Sara McGraw

Program Director, Potomac Officers Club and 4x24 Leadership

Executive Mosaic
8245 Boone Blvd. Suite 650
Tysons Corner, VA 22182

(0) (703) 226-7005 (C) (703)-

When

Where

Calendar

Who

Thu May 3, 2018 6pm — 8pm Eastern Time

Tysons Corner Center, McLean, VA 22102, USA
(map)

emi y.murphy@gsa.gov

avooX emily.murphy@gsa.gov -
organizer

avoOX carla.sansalone@gsa.gov
- creator

0180 allison.brigati@gsa.gov

OMOOX jeffrey.leieritz@gsa.gov

aMXX giancarlo.brizzi@gsa.gov

AQMOOX pamela.dixon@gsa.gov

VDX michael.downing@gsa.g
ov

Invitation from Google Calendar

You are receiving this email at the account emily.murphy@gsa.gov because you are subscribed for invitation replies on

calendar emily.murphy@gsa.gov.

To stop receiving these emails, please log in to https://www.google.com/calendar/ and change your notification settings for

this calendar.

Forwarding this invitation could allow any recipient to modify your RSVP response. Learn More.




Subject: New GAO Engagement: Review of Cyber-security Risk Management. (GAO 102633)

Date: Thu, 8 Mar 2018 16:09:13 -0500 (EST)

From: GSA Audit Site <theresa.ottery@gsa.gov>

To: david.shive@gsa.gov, robert.carter@gsa.gov, daniel.mathews@gsa.gov
Cc: emily.murphy@gsa.gov, allison.brigati@gsa.gov, brennan.hart@gsa.gov,

michael.downing@gsa.gov, brian.barnes@gsa.gov, susan.marshall@gsa.gov,
jonathan.clinton@gsa.gov, bob.stafford@gsa.gov, thomas.mueller@gsa.gov,
jack.stjiohn@gsa.gov, lenny.loewentritt@gsa.gov, jeffrey.post@gsa.gov,
saul.japson@gsa.gov, erin.mewhirter@gsa.gov, corey.cooke@gsa.gov,
vanessa.ros@gsa.gov, lesley.briante@gsa.gov, michael.harris@gsa.gov,
karen.overall@gsa.gov, george.mcquire@gsa.gov, brian.isbrandt@gsa.gov,
jacqueline.gordon@gsa.gov, maggie.dugan@gsa.gov, robertd.shaw@gsa.gov,
lafondra.lynch@gsa.gov, michael.gelber@gsa.gov

Message-ID: <1564408379.796.1520543353305.JavaMail. HMPS-ASWETK-P02S @smtp2-
dc.micropact.com>

MD5: 04461238f3cd315a26c21480b5a4f029

Attachments: GAO 102633 gsa not Itr (Issued 03-07-2018).pdf

GAO expects to begin work on this engagement immediately.

This message is to inform you that the Government Accountability Office (GAO) is beginning work on
Review of Cyber-security Risk Management. GAO will: (1) assess the extent to which the policies and
procedures developed by agencies to assess cyber risks align with federal requirements, federal
guidance, and best practices for risk management; and, (2) assess the extent to which selected agencies
have implemented risk-based practices for improving the cyber-security and resilience of their
information systems and networks.

Attached is a copy of the engagement letter.

The primary responsibility for assisting GAO with this engagement is (I) GSA IT: Office of the Chief
Information Officer.

Information and Assistance: If you need assistance, please contact Leslie Adams at
leslie.adams@gsa.gov or Wayne Williams at wayne.williams@gsa.gov.

GSA's Internal Control Audit Tracking System (ICATS) generates this email, automatically.



Subject: Accepted: EWM to speak at 4x24 Leadership Group Dinner @ Thu May 3, 2018 6pm -
8pm (EDT) (emily.murphy@gsa.gov)

Date: Fri, 23 Mar 2018 19:48:49 +0000

From: Michael Downing - AC <michael.downing@gsa.gov>
To: emily.murphy@gsa.gov

Message-ID: <000000000000852846056819b6a8@google.com>
MD5: 76277863e2a900b266el1c456ad537aca

Attachments: invite.ics

Michael Downing - AC has accepted this invitation.

EWM to speak at 4x24 Leadership Group Dinner

On beha f of the 4x24 Leadership Group Chair, Rob Davies of VION Corporation, we woud ike to
forma vy invite you to be our next 4x24 Leadership Group speaker. The dinner wi be he d at The
Hyatt Regency in McLean, VA from 5:30 — 8:10 pm. If this date does not work for you we are open to
ooking at other dates.

As a reminder, The 4x24 is an Executive Dinner Series (24 members who meet 4 times a year). The
forum has been operating for over 10 years and provides an opportunity for ike-minded eaders in the
government contracting industry to network and co aborate with one another in a cooperative fashion.

The 4x24 Leadership Group consists on y of "Executives of Consequence" and we do not a ow any
outside "service providers" (i.e., awyers, accountants, recruiters, obbyist, etc.) to attend the dinner.
Each dinner, he d in a private dining setting, has an outside speaker to discuss atest re ated
happenings in our market space. No members of the press are a owed to be in the room and there
are never any recordings of the conversations. In fact, the meetings are he d under a strict
understanding of non-attribution known as "The Chatham House Rue".

A cocktai reception wi be he d from 5:30pm to 6:30pm, and dinner wi commence at 6:30pm with a
brief introduction of each member. You wi receive a forma introduction made by the chairman, and
then speak extemporaneous y, or from notes (PowerPoint and/or hand outs are discouraged), for 15 to
20 minutes. Your comments wi be fo owed by a Q&A ead by the chairman. The event wi typica y
end at 8:10pm.

Past 4x24 Leadership Group Speakers (partial list):
ADM Michael Rogers, United States Navy, Commander, U.S. Cyber Command, Director,
National Security Agency/Chief, Central Security Service

Robert Cardillo, Director of National Geospatial-Intelligence Agency (NGA)
Betty Sapp, Director of National Reconnaissance Office (NRO)

Lt Gen Vincent Stewart, Director of Defense Intelligence Agency (DIA)
Raquel Bono, Director of the Defense Health Agency

GEN Mark Milley, Chief of Staff of U.S. Army

ADM John Richardson, Chief Naval Officer of U.S. Navy

Pierre Chao, Founding Partner of Renaissance Strategic Advisors
Governor Terry McAuliffe of State of Virginia

The Hon. Deborah Lee James, Former Secretary of the U.S. Air Force

Jeanette Manfra, Deputy Under Secretary for Cybersecurity and Communications (Acting),
Office of the Under Secretary, NPPD of U.S. Department of Homeland Security

Richard Hale, Former Deputy Chief Information Office for Cyber Security of U.S. Department
of Defense (DoD)

Randall Coleman, Former Executive Assistant Director of the Criminal, Cyber, Response and
Services Branch of Federal Bureau of Investigation (FBI)

Kevin McLaughlin, Deputy Commander of United States Cyber Command
Steven Spano, President and Chief Operating Officer of Center for Internet Security
Jonathan Greenert, Former Chief of Naval Operations of U.S. Navy




Frank Finelli, Managing Director of The Carlyle Group
Jack Keane, Former Vice Chief of Staff of U.S. Army

| have attached the 4x24 Leadership Group Roster. Are you available on March 13th? We would

be honored to have you speak.

Very Respectfully,
Sara McGraw

Sara McGraw

Program Director, Potomac Officers Club and 4x24 Leadership

Executive Mosaic
8245 Boone Blvd. Suite 650
Tysons Corner, VA 22182

(0) (703) 226-7005 (C) (703)-

When

Where

Calendar

Who

Thu May 3, 2018 6pm — 8pm Eastern Time
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Subject: Letter from Gene Dodaro --status of GSA's high priority open recommendations

Date: Wed, 14 Feb 2018 17:08:13 -0500
From: Susan Marshall - M <susan.marshall@gsa.gov>
To: Emily Murphy - A <emily.murphy@gsa.gov>, Brennan Hart - S <brennan.hart@gsa.gov>,

Jeff Post - S <jeffrey.post@gsa.gov>, Carla Virgilio - AC <carla.virgilio@gsa.gov>, Allison
Brigati - M <allison.brigati@gsa.gov>

Message-ID: <CAGjulh6-NMwpYv54R_83aLQJ-ExktACvOfN_dztj7dsFLS5HvnA@mail.gmail.com>

MDS5: 34c0093c4cde2919eleacdd6409bcafe

Attachments: priorityrecommendationsltrtimhorne.pdf ;
GAOhighpriorityrecommupdateltr2142018.PDF

Hi Emily,

A few minutes ago OAS sent me the attached letter from GAO Comptroller General Gene Dodaro
which reflects GAO's decision to close a number of GSA's high priority open audit recommendations.
Also attached, for your reference, is a copy of the previous letter sent to Acting Administrator Tim
Horne (May 2017).

-- The May 2017 letter said GSA had 60 open audit recommendations and GAO considered seven of
them high priority.

-- All of the high priority recommendations fall under two issue areas- Federal Real Property and
Federal Facility Security.

-- The letter you received today says that as of January 2018 GSA has 68 open audit recommendations
and 4 of GSA's high priority recommendations have been closed due to improved Federal Real Property
Profile data quality and transparency, improved capital planning, enhanced cybersecurity and improved

facility security.

-- In addition, as of today, GAO designated one open audit recommendation as high priority- this
recommendation calls for FPS and GSA to work together to finalize a facility security strategy.

-- Finally, the letter calls to your attention the fact that GAO designated three management issues as
high risk government-wide-- Strategic Human Capital Management, Federal Information System
Security, and Critical Infrastructure Protection and Protection of Personally Identifiable Information.

Please let me know if you have any questions or need any additional information.

Regards,

Susan



Subject: Security, Suitability, and Credentialing PAC Strategy Implementation Plan

Date: Thu, 22 Mar 2018 23:15:26 +0000

From: "Eanes, Matthew C." <Matt.Eanes@pac.gov>

To:

Message-ID: <b00fe23b4a29492abb9984a666e32a73@MCNVWP-13EXCO5.0pm.gov>
MD5: 95b780ebbaeffabf277e0c45fd82e264

Attachments: PAC Implementation Plan Mar 22 2018.pdf

Colleagues,

Attached is the Security, Suitability, and Credentialing (SSC) Performance Accountability Council
(PAC) Strategic Intent and Enterprise IT Strategy Implementation Plan (IP). Please review this IP
for your agency’s budgetary and programmatic planning.

This plan was approved last year to implement the PAC’s five year business and information
technology strategy, and has guided Executive branch SSC reform efforts since. By its terms,
the IP provided for an annual re-assessment to ensure that the IP was aligned with the current
trajectory of SSC reform (e.g., to incorporate new reform initiatives, reprioritize, and adjust to
changed circumstances). Over the last several months, this reassessment was completed by
staff from the four principally-responsible agencies (the Office of the Director of National
Intelligence, Department of Defense, Office of Personnel Management, and National
Background Investigations Bureau), in coordination with the PAC agencies. The attached
revised IP is the result of that work, and includes the following revisions for 2018:

=. Appendix A was added to provide an update on the progress made since the IP was
approved last year.

=. Substantive changes were made to the initiatives in Appendix D, which contain the
revised set of reform initiatives that will be the focus of 2018, organized by work
stream.

=. Appendix E contains a list of the initiatives completed in FY 2017.

Changes to the main body were generally non-substantive housekeeping edits, with one
exception on page 14. That new language introduces “Trusted Workforce 2.0,” a new effort
that was chartered earlier this year by the PAC. We expect TW 2.0 to result in bold changes to
streamline and modernize SSC policies, practices, and IT capabilities, which will effectively
accelerate the timeline for the transformational changes that were originally planned to begin
in FY2022. Next year’s IP update will be more extensive as a result. You will hear more about
this in the coming months.

Finally, please note that the IP is marked For Official Use Only and is for Executive branch

distribution only (i.e., it should not be released publicly). The public will be informed of the
status of the government’s SSC reform effort via the new SSC Reform Cross-Cutting Priority
Goal (CAP Goal), which was published this past Tuesday on performance.gov, as part of the

launch of the President’s Management Agenda (see email below).
Please let me know if you have any questions.

Best regards,

Matt Eanes
Director, PAC PMO

rocos124o) | R



From: Eanes, Matthew C.
Sent: Tuesday, March 20, 2018 11:26 AM
Subject: CAP Goals Released March 20, 2018

Team —

Today, March 20, 2018, the Administration announced the release of the President’s
Management Agenda (PMA) and Cross-Agency Priority (CAP) Goals. The entire PMA can be
found here.

As part of the rollout, security clearance, suitability, and credentialing reform has been

selected as one of the CAP Goals with a goal to promote and protect the Nation’s interests by
ensuring aligned, effective, efficient, secure, and reciprocal processes to support a trusted
Federal workforce. The first CAP Goal Action Plan has been posted and moving forward

quarterly updates can be found online.

For Twitter updates on the PMA rollout, follow OMB Deputy Director for Management

Margaret Weichert__

Best Regards,

Matt Eanes
Director, PAC PMO

703-605-4124 (o) |_ (c)



Subject: Rollout of the President's Budget Today

Date: Mon, 12 Feb 2018 17:37:05 +0000

From: "Weichert, Margaret M. EOP/OMB“Pomb.eop.gow

To: "emily.murphy@gsa.gov" <emily.murphy@gsa.gov>

Cc: Allison Brigati - M <allison.brigati@gsa.gov>, "Petrucci, Alexandra M. EOP/OMB"
omb.eop.gov>

Message-ID: < c ebda3eed7fe8755e86f@CN399Exch3.whca.mil>

MD5: ae611f1e395394342d79020c¢11094869

Attachments: FY19-Budget-Fact-Sheet_Modernizing-Government.pdf
Dear Emily,

It was great to see you at the Executive PMC meeting over here at the EEOB earlier this month. | look
forward to future meetings!

As you undoubtedly know, today marks an important milestone as the President rolls out his FY 2019
Budget. While the headlines will mostly cover key policy proposals that target specific mission areas, |
want to draw your attention to a number of management-related items in the Budget.

Preview of the President's Management Agenda (PMA): The Budget previews the PMA, which the
Administration will release in March to set forth a long-term vision for an effective Government that
works on behalf of the American people. Please see the attached fact sheet-Modernizing Government
for the 21st Century-for more information. Additional details can be found at
https://www.whitehouse.gov/wp-content/uploads/2018/02/budget-fy2019.pdf (pages 7-11).

Agency Strategic Plans, Priority Goals, and Performance Plans: Agencies have established new Strategic
Plans and over 85 Agency Priority Goals (APGs) aligned to Administration priorities. APGs and agency
strategic and performance plans can be found on www.Performance.gov , where agencies will post
quarterly updates on progress of their results-oriented, measurable goals.

Burden Reduction: OMB has worked with Federal agencies to propose Congress eliminate or modify
over 400 Congressionally-mandated plans and reports that are outdated or duplicative, freeing agency
personnel from tens of thousands of hours of annual compliance work to better pursue mission
outcomes. The list of proposals is available on www.Performance.gov

Workforce: PMA efforts will align the Federal workforce to agency missions through strategic workforce
management, including initiatives to reskill the workforce to better meet agency needs, hire the best
employees and remove the worst, and engage all levels of the workforce. The Budget proposes a
Workforce Fund to provide targeted pay incentives to reward and retain high performers and those with
the most essential skills. Additional details can be found at https://www.whitehouse.gov/wp-
content/uploads/2018/02/ap_7_strengthening-fy2019.pdf

IT/Cybersecurity: OMB is driving a Federal IT modernization process that builds and maintains more
modern, secure, and resilient IT to enhance mission delivery and productivity. OMB will work with
agency partners to retire legacy IT systems, remove barriers to leveraging commercial IT solutions, and
improve customers' satisfaction with government services. Agencies will take strides to safeguard
sensitive data, mitigate cybersecurity risks, and address IT workforce shortages. Additional details can
be found at https://www.whitehouse.gov/wp-content/uploads/2018/02/ap_16_it-fy2019.pdf and
https://www.whitehouse.gov/wp-content/uploads/2018/02/ap_21 cyber_security-fy2019.pdf

Getting Payments Right: The Budget projects that $187 billion in savings can be achieved over the next
decade through prevention of improper payments alone. Agencies will focus on getting payments right

the first time and reducing costs associated with incorrect payments.

| look forward to following up with all of you in March to share more about the impactful and exciting
work ahead.

All the best,

Margaret



Subject: Accepted: CONFIRMED - EWM/Brennan to meet with Rep. Trey Gowdy, R-SC @ Tue Mar

6, 2018 12:30pm - 1pm (EST) (emily.murphy@gsa.gov)

Date: Fri, 02 Feb 2018 18:26:06 +0000

From: Brennan Hart - S <brennan.hart@gsa.gov>

To: emily.murphy@gsa.gov

Message-ID: <001a11447070820e1905643ed878@google.com>
MD5: f802695170bbe5621dc0cd881d16dfb3

Attachments: invite.ics

Brennan Hart - S has accepted this invitation.

Oversight and Government Reform, Chairman
Permanent Select Committee on Intelligence
Emerging Threats
National Security Agency and Cybersecurity
Judiciary
Crime Terrorism, Homeland Security and Investigation

Constitution and Civil Justice

CONFIRMED - EWM/Brennan to meet with Rep. Trey Gowdy, R-SC

Ethics
When Tue Mar 6, 2018 12:30pm — 1pm Eastern Time
Where 2418 Rayburn HOB (map)
Calendar emi y.murphy@gsa.gov
Who avooX emily.murphy@gsa.gov -
organizer
avooX carla.virgilio@gsa.gov -
creator
aMXX brennan.hart@gsa.gov
OMOOX jessica.jennings@gsa.go

Vv
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You are receiving this email at the account emily.murphy@gsa.gov because you are subscribed for invitation replies on
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To stop receiving these emails, please log in to https://www.google.com/calendar/ and change your notification settings for
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Subject: Fwd: GSA IG"s FY2018 Management Challenges report

Date: Tue, 16 Jan 2018 16:31:06 -0600

From: Allison Brigati - M <allison.brigati@gsa.gov>

To: emily.murphy@gsa.gov

Message-ID: <CAN=VT4Z-1pTmt9434FvDFsdddq=vtGAWFijBX94r_rCxigaDoA@mail.gmail.com>
MDS5: aaf402393b663fa97af109458a14d83e

Attachments: NoName_1 ; Assessment of GSA's Management and Performance Challenges for Fiscal
Year 2018 (2).pdf

Sent from my iPhone

Begin forwarded message:

From: Susan Marshall - M <susan.marshall@gsa.gov>
Date: November 30, 2017 at 11:51:31 AM EST

To: Jeffrey Koses - M1V <jeffrey.koses@gsa.gov>

Subject: GSA IG"s FY2018 Management Challenges report

Hi Jeff,

| am sure you have a copy of the IG's latest Management Challenges Report, however, | thought | would
pass it along in case you haven't seen it yet.

The report talks about Category Management, price variability, GSA's System for Award Management,
and meeting Federal building O&M needs. In addition, the report focuses on the Technology
Transformation Service's financial management and its noncompliance with fundamental cybersecurity
requirements.

Regards,

Susan G. Marshall

Senior Adviser

Office of Government-wide Policy
General Services Administration



Subject: GAOQ/IG audit report open recommendation status

Date: Fri, 9 Feb 2018 10:37:03 -0500
From: Susan Marshall - M <susan.marshall@gsa.gov>
To: Emily Murphy - A <emily.murphy@gsa.gov>, Allison Brigati - M <allison.brigati@gsa.gov>,

Jonathan Clinton - M <jonathan.clinton@gsa.gov>

Message-ID: <CAGjulh431leq_a8c4dHPjB5j8UDpEMmMv2Wadd2n47Z29bzt=nPvA@mail.gmail.com>

MD5: bd2cdd4305de275a0408e77b79788a46

Attachments: GAOIGauditrecommendationsummary.docx ; recentgaoreports2016.xlsx
gaoreportswithauditresolution2010.xIsx ; igopenrecommendations.xlsx
priorityhighrisklistrecs.xlsx

’
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Hi Emily,

| have been working with OAS to determine agency progress remedying issues described in various GAO
and IG audit reports. Attached are a number of documents which describe that progress.

-- The first document is a summary of all of the data in the attached GAO and IG open recommendation
status templates.

-- The second document is a template which includes recent GAO report open recommendation status
(2016).

-- The third document is a template with GAO open recommendations which have documented audit
resolution (2010).

-- The fourth document is a template with IG open recommendation status for
operational/management audits.

-- The fifth document includes priority GAO open recommendations. The recommendations can be
found in the other documents, but if you just want to look at priority items you can view this
document. The first sheet lists the GAO open recommendation status and "sheet 1" is a template
based on the GAO criteria for getting off the GAO High-Risk List. The GAO criteria includes the
following -- Risk Area, Leadership Actions, Capacity, Action Plan Items, Monitoring Progress, and
Demonstrated Progress. Next Monday OAS staff will send me an updated GAO High-Risk template.

In addition, | asked the OCFO to send me a Management Challenges Letter response update and | am
working with the OCIO to determine how staff is remedying cybersecurity deficiencies identified in the
December FISMA audit. Finally, | am waiting for OAS to clarify the status of a number of OIG contract
audits.

In the meantime, please let me know if you have any questions or need any additional information.

Regards,
Susan



Subject: Speaking Invitation - 4x24 Leadership Group - March 13th

Date: Mon, 12 Feb 2018 15:48:29 -0500

From: Sara McGraw_

To: emily.murphy@gsa.gov

Cc: Colby Sheffer - QOA <colby.sheffer@gsa.gov>

Message-ID: <CABtXp1879uw9p2=Wn6alLSbfVSv+M75M=7=ReviFp6zzyNf206Q@ mail.gmail.com>
MDS5: 3d521fb3593e38ad2cb53ee83¢c719325

Attachments: 4x24 Leadership 2 Group Roster.pdf ; 4x24 Leadership Program.pdf

Good Afternoon Administrator Murphy,

On beha f of the 4x24 Leadership Group Chair, Rob Davies of ViON Corporation, we woud ike
to forma y invite you to be our next 4x24 Leadership Group speaker on March 13th, 2018.
The dinner wi be he d at The Hyatt Regency in McLean, VA from 5:30 — 8:10 pm. If this date
does not work for you we are open to ooking at other dates.

As a reminder, The 4x24 is an Executive Dinner Series (24 members who meet 4 times a year).
The forum has been operating for over 10 years and provides an opportunity for ike-minded
eaders in the government contracting industry to network and co aborate with one another in a
cooperative fashion.

The 4x24 Leadership Group consists ony of "Executives of Consequence" and we do not a ow
any outside "service providers" (i.e., awyers, accountants, recruiters, obbyist, etc.) to attend
the dinner. Each dinner, he d in a private dining setting, has an outside speaker to discuss
atest re ated happenings in our market space. No members of the press are a owed to be in
the room and there are never any recordings of the conversations. In fact, the meetings are

he d under a strict understanding of non-attribution known as "The Chatham House Ru e".

A cocktai reception wi be he d from 5:30pm to 6:30pm, and dinner wi commence at 6:30pm
with a brief introduction of each member. You wi receive a forma introduction made by the
chairman, and then speak extemporaneous y, or from notes (PowerPoint and/or hand outs are
discouraged), for 15 to 20 minutes. Your comments wi be fo owed by a Q&A ead by the
chairman. The event wi typica y end at 8:10pm.

Past 4x24 Leadership Group Speakers (partial list):
ADM Michael Rogers, United States Navy, Commander, U.S. Cyber Command, Director,
Nationa Security Agency/Chief, Centra Security Service
Robert Cardillo, Director of Nationa Geospatia -Inte igence Agency (NGA)
Betty Sapp, Director of Nationa Reconnaissance Office (NRO)
Lt Gen Vincent Stewart, Director of Defense Inte igence Agency (DIA)
Raquel Bono, Director of the Defense Hea th Agency
GEN Mark Milley, Chief of Staff of U.S. Army
ADM John Richardson, Chief Nava Officer of U.S. Navy
Pierre Chao, Founding Partner of Renaissance Strategic Advisors
Governor Terry McAuliffe of State of Virginia
The Hon. Deborah Lee James, Former Secretary of the U.S. Air Force
Jeanette Manfra, Deputy Under Secretary for Cybersecurity and Communications (Acting),
Office of the Under Secretary, NPPD of U.S. Department of Home and Security
Richard Hale, Former Deputy Chief Information Office for Cyber Security of U.S.
Department of Defense (DoD)
Randall Coleman, Former Executive Assistant Director of the Crimina, Cyber, Response
and Services Branch of Federa Bureau of Investigation (FBI)
Kevin McLaughlin, Deputy Commander of United States Cyber Command
Steven Spano, President and Chief Operating Officer of Center for Internet Security
Jonathan Greenert, Former Chief of Nava Operations of U.S. Navy
Frank Finelli, Managing Director of The Cary e Group
Jack Keane, Former Vice Chief of Staff of U.S. Army

| have attached the 4x24 Leadership Group Roster. Are you avai ab e on March 13th? We
wou d be honored to have you speak.

Very Respectfu v,
Sara McGraw
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Program Director, Potomac Officers Club and 4x24 Leadership
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